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Chapter 1. Ethernet Communication Modules Introduction

1.1 Summary
This series is a small size CPU communication expansion board that does not occupy
additional module space. With this expansion board, the FBs-CPU module can
actively (client mode) or passive (server mode) communicate with the controller or
computer on the Internet through Ethernet. This expansion board is suitable for all
FBs-CPU modules. With this expansion board, the purpose of PLC remote monitoring
and diagnosis can be easily achieved

When do the application, this expansion board will occupy the Port 1 and Port 2
communication ports of the host. Port2 is used to support Modbus-TCP server mode,
FATEK client mode, user server mode, and user client mode. When in operating
mode, Portl and Port2 communication parameters will be automatically planned
according to the set operating mode.

Provide Web Server function, besides using browser to set up configuration content,
also provides users with the ability to design and operate simple web pages by
themselves. Through this function, users can easily read or control the PLC status
from a customized web page.

Floating IP is not easy to master and over-professional network firewall settings are
one of the problems faced by remote network maintenance applications. Providing
automatic maintenance of the service call back server (Service Call Back) function
can completely eliminate this trouble. If it is only used for remote maintenance, it
can be used immediately without setting in most cases.

When a situation occurs on site, the SMTP server of this expansion board can be
used to send emails to notify remote maintenance personnel, or use the network
service of email to text (SMS to Text) to send to the maintenance personnel in
real-time with SMS mode.

FATEK loT provides iMonitor service, which monitors equipment scattered in
different regions at the same time, records data and trend graphs at a fixed time, and
provides SMS, Email, and APP push to users if an alarm occurs in the first time.

Note
f 1. External Servers, 10T functions do not support all modules, details will
be explained in the following chapters.

2. The operation mode of the communication port is different for

different modules, details will be explained in the following chapters.
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1.2 FBs-CBES Main Function

PLC Network Data Communication
FBs-CBES series expansion board provides the solution for the PLC network
connection, reaching the FATEK or Modbus application by Port 1 and Port 2 of the

expansion board.

FATEK IoT Service
Provides iMonitor remote monitor features, easily reach the loT application without

gateway or HMI.

Note

f 1. Default factory IP: 192.168.2.3

Note

A 1. FBs-CBES board series do not support the following features:
(1 Customize webpage design

(@ Email sending

@ Simple Network Time Protocol (SNTP)

(4) Remote maintenance- Active Call Back

FATEK' 6



1.2.1 Product Features

Provides FATEK IoT iMonitor remote monitor solution
Supports Multi-client simultaneous accessible function
Provides FATEK Server and Client operation modes
Provides Modbus Server operation modes

10/100 BaseT Ethernet interface

IP access restriction security mechanism

YVV V VYV V VYV

TCP/IP supports 8 connections (Server operation mode)

Note

A 1. When FATEK client function is selected, Modbus server will not be
provided.

2. Enable iMonitor function will occupy one of the 8 connections.

3. Use Fun150 Mode 0 to communicate with module will not occupy

any connections.

FATEK' 7



1.2.2 Product Appearance

The appearance and functional parts of the FBs-CBES series expansion board are
introduced as follows:
>  FBs-CBES:

NP jumper: When the left two pin headers are short circuit, no password

protection.

Boot operation mode after booting.

Ethernet status indicators (Link): Lights on means the network connection is
normal, flash means there has data activity on the network.

Ethernet status indicators (Speed): Lights on means the connection speed is
100Base-TX, off means 10Base-T.

Portl RX green signal indicator of the CPU module: Lights on means CPU

module portl has sent messages to the board.

®©@ @ ®»® © © ©

sent messages to the CPU module port1.

FATEK' 8

Boot jumper: When the right two pin headers are short circuit, forced to enter

Portl TX red signal indicator of the CPU module: Lights on means the board has



() Portl RX green signal indicator of the CPU module: Lights on means CPU
module port2 has sent messages to the board.

Port2 TX red signal indicator of the CPU module: Lights on means the board has
sent messages to the CPU module port2.

(9 Ethernet connector: RJ45 standard connector.

FATEK' 9



1.2.3 PLC and CBES Communication Module Register Function Description

The communication between the PLC module and the CBES communication board
during application is through data exchange in the CPU register area D3950~D3999.

The function configuration of each register in this area is as follows:

Register Description
D3950 Initialization setting command code
Setting value Status
0x3450 Reset module. When the local network

parameter is changed, it can be reset without
turning off the power, and will be changed to zero

after the command is executed.

0x3451 Resets to factory settings. It will be changed to

zero after the command is executed.

Service Ports

D3975 Fatek Protocol (Major Port), when setting under D3990 = 0x4951, need to reboot

D3976 Modbus Protocol (Major Port), when setting under D3990 = 0x4951, need to reboot

Local Network Parameter note*2

Register Description

D3986 1%t decimal number of the local network mask (MY_MASK.A)

D3987 2" decimal number of the local network mask (MY_MASK.B)

D3988 34 decimal number of the local network mask (MY_MASK.C)

D3989 | 4™ decimal number of the local network mask (MY_MASK.D)

D3990 Local network parameter setting mode
=0x4950 or 0x4951, Network parameters are determined by register contents.

(cpu

. =0x4960, Obtain by DHCP.
write) =other value, Determined by the contents of the configuration tool.
Notex

D3991 1%t decimal number of the board’s network address (MY_IP.A)

D3992 2" decimal number of the board’s network address (MY_IP.B)

D3993 3™ decimal number of the board’s network address (MY_IP.C)

D3994 4t decimal number of the board’s network address (MY_IP.D)

D3995 1%t decimal number of the local router network address (ROUTER_IP.A)

D3996 2" decimal number of the local router network address (ROUTER_IP.B)

D3997 3™ decimal number of the local router network address (ROUTER_IP.C)
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D3998 4t decimal number of the local router network address (ROUTER_IP.D)

D3999 Board'’s serial number (S/N)

Note+1: The values in this table is written from the CPU. For D3986~D3989 and D3991~D3999, all
registers are written by this product series except for when D3990 is written as 0x4951.

Note=»: Example of the network address (IP) 192.168.2.1; 1% code: 192; 2" code: 168; 3™ code: 2; 4™
code: 1, When D3990 is not 0x4951, D3986~D3989 and D3991~D3998 will display the actual setting
value after boot on.
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1.3 FBs-CBEH Main Function
PLC Network Data Communication
Provides the solution for the PLC network connection, reaching the FATEK , Modbus,
or user-defined communication application by Port 1 and Port 2 of the expansion
board.

Customized Web Page Design

The provided web server, in addition to the built-in system web page, also allows
users to easily read or control the status in the PLC through a customized page. This
customized page can be easily designed by yourself using the software "Easy Web
Desinger" which is provided with by product; it does not require HTML language or

programming skills commonly used to write web pages.

Send Email (SMTP)

Provides the function of sending E-mail in the real-time maintenance. When a special
situation occurs in the workstation, the ladder program can send an e-mail command
to the board and then send an e-mail to notify the maintenance personnel. In
addition, you can also achieve real-time notification of Mail to SMS by providing

E-mail interface with SMS sending function.

Network Time Correction (SNTP)
Provides the function of network time correction, which can avoid the trouble of

manually correcting the time on a regular basis.

Remote Maintenance- Active Call Back

Provide a software "Service Call Center" to cooperate with the remote maintenance
work. When the IP address of the PLC workstation is obtained by floating IP (DHCP)
or when it is obtained in a more complex network environment (firewall), this

software can be used for maintenance.

Note
f 1. FBs-CBEH board series do not support the following features:
(D FATEK IoT Service
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1.3.1 Product Features

Supports Multi-client simultaneous accessible function

Provides FATEK Server and Client operation modes

Provides Modbus Server and Client operation modes

Provides user-defined Server and Client operation modes

10/100 BaseT Ethernet interface

IP access restriction security mechanism

Provides web page server

Provide a browser for module configuration settings

Provide EasyWeb simple and fixed webpage design tool. Users do not need to
have webpage-related skills to design and operate webpages by themselves
Remote maintenance of the active callback function, eliminating the trouble of
network settings

Provides network automatic time correction (SNTP), which eliminates the
trouble of manually calibrating the time on a regular basis

Provides sending Email function. The purpose of sending SMS can be achieved
through the Email to SMS network service.

Provides two 12-bit ADC channels (only supported by the 2A module)

TCP/IP supports 8 connections (Server operation mode)

Note

f 1. Default factory IP: 192.168.2.3

Note

A 1. When FATEK client function is selected, Modbus server or Client

function will not be provided.

2. Use Fun150 Mode 0 to communicate with module will not occupy

any connections.

3. For web page operations, please use Firefox 8.0, Google Chrome
16.0.912.75 and above browsers.
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1.3.2 Product Appearance

The appearance and functional parts of the FBs-CBEH series expansion board are
introduced as follows:
»  FBs-CBEH-0A:

e

NP jumper: When the left two pin headers are short circuit, no password
protection. (If the firmware version is less than V7.6, the NP mode will be not
connected to the jumper)

Boot jumper: When the right two pin headers are short circuit, forced to
enter Boot operation mode after booting.

Ethernet status indicators (Link): Lights on means the network connection is
normal, flash means there has data activity on the network.

Ethernet status indicators (Speed): Lights on means the connection speed is
100Base-TX, off means 10Base-T.

Portl RX green signal indicator of the CPU module: Lights on means CPU

module portl has sent messages to the board.

®@ @ ® © ©

Portl TX red signal indicator of the CPU module: Lights on means the board
has sent messages to the CPU module port1.

(T) Portl RX green signal indicator of the CPU module: Lights on means CPU
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module port2 has sent messages to the board.
Port2 TX red signal indicator of the CPU module: Lights on means the board
has sent messages to the CPU module port2.

(9 Ethernet connector: RJ45 standard connector.

» FBs-CBEH-2A :

e

NP jumper: When the left two pin headers are short circuit, no password
protection. (If the firmware version is less than V7.6, the NP mode will be not
connected to the jumper)

Boot jumper: When the right two pin headers are short circuit, forced to
enter Boot operation mode after booting.

Ethernet status indicators (Link): Lights on means the network connection is
normal, flash means there has data activity on the network.

Ethernet status indicators (Speed): Lights on means the connection speed is
100Base-TX, off means 10Base-T.

Portl RX green signal indicator of the CPU module: Lights on means CPU

© ® 0 ©

module portl has sent messages to the board.
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Portl TX red signal indicator of the CPU module: Lights on means the board
has sent messages to the CPU module portl.

Portl RX green signal indicator of the CPU module: Lights on means CPU
module port2 has sent messages to the board.

@ Q &

Port2 TX red signal indicator of the CPU module: Lights on means the board
has sent messages to the CPU module port2.

Ethernet connector: RJ45 standard connector.

ADC port first group voltage input (0 ~ 10V) 1

ADC port first group current input (0 ~ 20mA) =1

ADC port second group voltage input (0 ~ 10V) 1

ADC port second group current input (0 ~ 20mA)+1

ADC GND

SIGISICEES

Note=1: The voltage and current of the same group of the ports cannot be input at
the same time.
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Description

1.3.3 PLC and CBEH Communication Module Register Function

The communication between the PLC module and the CBEH communication board

during application is through data exchange in the CPU register area D3950~D3999.

The function configuration of each register in this area is as follows:

Active Call Back

Register Description
D3950 Active callback and initial setting command code
(CPU Note+) Setting value Status
0x3359 Execute active call back, set 0 to end up connection
0x3450 Reset module. When the local network parameters
are changed, they can be reset without turning off
the power, and they will become zero after the
command is executed.
0x3451 Reset to factory setting. It will become zero after
the command is executed.
D3951 Call Status
Setting value Status
0 Standby
1 Connecting
2 Connected
5 Connection failed
6 Connection refused
7 Certificating
8 Connection ended
Network Time Synchronization
Register Description
D3952 Daylight time Set whether to use daylight saving time currently
0 - Standard time
1 - Daylight saving time
D3953 = Second Value range 0~59
D3954 E Minute Value range 0~59
D3955 § Hour Value range 0~23
D3956 = Day Value range 1~31

FATEK'
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D3957 Month Value range 1~12

D3958 Year Value range 0~99

D3959 Week Day Value range 0~6

D3960 Update Flag NTP Calendar updates every 10 minutes, and the
flag value is increased by 1 after each update. By
detecting the change of this flag, the timing of time
synchronization can be determined

Sending Email
Register Description
D3961 Email command code

(CPU Notex)

Setting value Status

0x3370 Execute email transmission, need to fill 0 after

completion.

D3962

(CPU Note «1)

Email number to be sent

D3963 Email transmission status
Setting value Status

0 Standby

1 Executing

2 Transmission Complete

10 Email Number Error

11 Transmission Failed

12 Incorrectly Constructed Information

ADC Value
D3964 ADCO
D3965 ADC1
odbus Client Time Out (Unit: 10ms, Default: 50ms)
Register Description
D3977 When a communication abnormality occurs, the waiting time before the
connection is terminated and an error occurs
Local Network Parameter ot
Register Description
D3978~D3981 Primary DNS IP
D3982~D3985 Secondary DNS IP

D3986 1%t decimal number of the local network mask (MY_MASK.A)
D3987 2" decimal number of the local network mask (MY_MASK.B)
D3988 3" decimal number of the local network mask (MY_MASK.C)
D3989 4t decimal number of the local network mask (MY_MASK.D)
D3990 Local network parameter setting mode

FATEK'
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(CPU) Notex1 =0x4950 or 0x4951, Network parameters are determined by register
contents.
=0x4960, Obtain by DHCP.
=other value, Determined by the contents of the configuration tool.
D3991 1%t decimal number of the local network address (MY_IP.A)
D3992 2" decimal number of the local network address (MY_IP.B)
D3993 3" decimal number of the local network address (MY_IP.C)
D3994 4t decimal number of the local network address (MY_IP.D)
D3995 1°t decimal number of the local router network address (ROUTER_IP.A)
D3996 2" decimal number of the local router network address (ROUTER_IP.B)
D3997 3™ decimal number of the local router network address (ROUTER_IP.C)
D3998 4t decimal number of the local router network address (ROUTER_IP.D)
D3999 Board’s serial number (S/N)

Note+1: The values in this table is written from the CPU. For D3978~D3989 and D3991~D3999, all
registers are written by this product series except for when D3990 is written as 0x4951.

Notex: Example of the network address (IP) 192.168.2.1; 1% code: 192; 2™ code: 168; 3™ code: 2; 4t
code: 1, When D3990 is not 0x4951, D3978~D3989 and D3991~D3998 will display the actual setting

value after boot on.
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1.4 FBs-CMEH Main Function
PLC Network Data Communication
Provides the solution for the PLC network connection, reaching the FATEK, Modbus,
or user-defined communication application by Port 3 and Port 4 of the expansion
board.

Customized Web Page Design

The provided web server, in addition to the built-in system web page, also allows
users to easily read or control the status in the PLC through a customized page. This
customized page can be easily designed by yourself using the software "Easy Web
Designer" which is provided with by product; it does not require HTML language or

programming skills commonly used to write web pages.

Send Email (SMTP)

Provides the function of sending E-mail in the real-time maintenance. When a special
situation occurs in the workstation, the ladder program can send an e-mail command
to the board and then send an e-mail to notify the maintenance personnel. In
addition, you can also achieve real-time notification of Email to SMS by providing

Email interface with SMS sending function.

Network Time Correction (SNTP)
Provides the function of network time correction, which can avoid the trouble of

manually correcting the time on a regular basis.

Remote Maintenance- Active Call Back

Provide a software "Service Call Center" to cooperate with the remote maintenance
work. When the IP address of the PLC workstation is obtained by floating IP (DHCP)
or when it is obtained in a more complex network environment (firewall), this

software can be used for maintenance.

Note
f 1. FBs-CMEH board series do not support the following features:
® FATEK loT Service
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1.4.1 Product Features

Supports Multi-client simultaneous accessible function

Provides FATEK Server and Client operation modes

Provides Modbus Server and Client operation modes

Provides user-defined Server and Client operation modes

10/100 BaseT Ethernet interface

IP access restriction security mechanism

Provides web page server

Provide a browser for module configuration settings

Provide EasyWeb simple and fixed webpage design tool. Users do not need to
have webpage-related skills to design and operate webpages by themselves
Remote maintenance of the active callback function, eliminating the trouble of
network settings

Provides network automatic time correction (SNTP), which eliminates the
trouble of manually calibrating the time on a regular basis

Provides sending Email function. The purpose of sending SMS can be achieved
through the Email to SMS network service.

TCP/IP supports 8 connections (Server operation mode)

Note

f 1. Default factory IP: 192.168.2.3

Note

A 1. When FATEK client function is selected, Modbus server or Client

function will not be provided.

2. Use Fun150 Mode 0 to communicate with module will not occupy

any connections.

3. For web page operations, please use Firefox 8.0, Google Chrome
16.0.912.75 and above browsers.
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1.4.2 Product Appearance

The appearance and functional parts of the FBs-CMEH communication module are

introduced as follows:

» FBs-CMEH

@ @& oe

©

SPEED

FBs-CMEH L o)
Power indicator: Stays light when power on.
System running indicator: Normal situation would be flashing.
Error indicator: It will stay light when the baud rate automatic adjustment
with PLC communication port 3 fails.
Port 4 R/TX: Display the current status of communication with PLC Port 4.
Port 3 R/TX: Display the current status of communication with PLC Port 3.
Ethernet status indicators: Speed means connection speed, Link means
connection and data activity.
Ethernet port: Ethernet cable port.
Boot jumper: When the left two pin headers are short circuit, forced to enter
Boot operation mode after booting.
NP jumper: When the right two pin headers are short circuit, no password

protection.
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Description

1.4.3 PLC and CMEH Communication Module Register Function

The communication between the PLC module and the CMEH communication board

during application is through data exchange in the CPU register area D3950~D3999.

The function configuration of each register in this area is as follows:

Active Call Back

Register Description
D3950 Active callback and initial setting command code
(CPU Note »1) Setting value Status
0x3359 Execute active call back, set 0 to end up connection
0x3450 Reset module. When the local network parameters
are changed, they can be reset without turning off
the power, and they will become zero after the
command is executed.
0x3451 Reset to factory setting. It will become zero after
the command is executed.
D3951 Call Status
Setting value Status
0 Standby
1 Connecting
2 Connected
5 Connection failed
6 Connection refused
7 Certificating
8 Connection ended
Network Time Synchronization
Register Description
D3952 Daylight time Set whether to use daylight saving time currently
0 - Standard time
1 - Daylight saving time
D3953 = Second Value range 0~59
D3954 E Minute Value range 0~59
D3955 § Hour Value range 0~23
D3956 = Day Value range 1~31

FATEK'
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D3957 Month Value range 1~12

D3958 Year Value range 0~99

D3959 Week Day Value range 0~6

D3960 Update Flag NTP Calendar updates every 10 minutes, and the
flag value is increased by 1 after each update. By
detecting the change of this flag, the timing of time
synchronization can be determined

Sending Email
Register Description
D3961 Email command code

(CPU Notex)

Setting value Status

0x3370 Execute email transmission, need to fill 0 after

completion.

D3962
(CPU Note «1)

Email number to be sent

D3963 Email transmission status
Setting value Status
0 Standby
1 Executing
2 Transmission Complete
10 Email Number Error
11 Transmission Failed
12 Incorrectly Constructed Information
Modbus Client Time Out (Unit: 10ms, Default: 50ms)
Register Description
D3977 When a communication abnormality occurs, the waiting time before the
connection is terminated and an error occurs
Local Network Parameter ot
Register Description
D3978~D3981 Primary DNS IP
D3982~D3985 Secondary DNS IP
D3986 1%t decimal number of the local network mask (MY_MASK.A)
D3987 2" decimal number of the local network mask (MY_MASK.B)
D3988 3" decimal number of the local network mask (MY_MASK.C)
D3989 4t decimal number of the local network mask (MY_MASK.D)
D3990 Local network parameter setting mode

(CPU) Notex1

=0x4950 or 0x4951, Network parameters are determined by register
contents.

FATEK'
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=0x4960, Obtain by DHCP.

=other value, Determined by the contents of the configuration tool.
D3991 1°t decimal number of the local network address (MY_IP.A)
D3992 2" decimal number of the local network address (MY_IP.B)
D3993 3™ decimal number of the local network address (MY_IP.C)
D3994 4t decimal number of the local network address (MY_IP.D)
D3995 1°t decimal number of the local router network address (ROUTER_IP.A)
D3996 2" decimal number of the local router network address (ROUTER_IP.B)
D3997 3" decimal number of the local router network address (ROUTER_IP.C)
D3998 4t decimal number of the local router network address (ROUTER_IP.D)
D3999 Module’s serial number (S/N)

Note+1: The values in this table is written from the CPU. For D3978~D3989 and D3991~D3999, all
registers are written by this product series except for when D3990 is written as 0x4951.

Notex: Example of the network address (IP) 192.168.2.1; 1% code: 192; 2™ code: 168; 3™ code: 2; 4t
code: 1, When D3990 is not 0x4951, D3978~D3989 and D3991~D3998 will display the actual setting

value after boot on.

FATEK' 25




1.5 FBs-CM5EH Main Function
PLC Network Data Communication
Provides the solution for the PLC network connection, reaching the FATEK, Modbus,

application by Port 3 and Port 4 of the expansion board.

Customized Web Page Design

The provided web server, in addition to the built-in system web page, also allows
users to easily read or control the status in the PLC through a customized page. This
customized page can be easily designed by yourself using the software "Easy Web
Designer" which is provided with by product; it does not require HTML language or

programming skills commonly used to write web pages.

Send Email (SMTP)

Provides the function of sending E-mail in the real-time maintenance. When a special
situation occurs in the workstation, the ladder program can send an e-mail command
to the board and then send an e-mail to notify the maintenance personnel. In
addition, you can also achieve real-time notification of Email to SMS by providing

Email interface with SMS sending function.

Network Time Correction (SNTP)
Provides the function of network time correction, which can avoid the trouble of

manually correcting the time on a regular basis.

Remote Maintenance- Active Call Back

Provide a software "Service Call Center" to cooperate with the remote maintenance
work. When the IP address of the PLC workstation is obtained by floating IP (DHCP)
or when it is obtained in a more complex network environment (firewall), this

software can be used for maintenance.

Note
f 1. FBs-CM5EH board series do not support the following features:
® FATEK loT Service
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1.5.1 Product Features

»  Supports Multi-client simultaneous accessible function

»  Provides FATEK Server operation modes

»  Provides Modbus Server operation modes

> 10/100 BaseT Ethernet interface

» IP access restriction security mechanism

»  Provides web page server

»  Provide a browser for module configuration settings

»  Provide EasyWeb simple and fixed webpage design tool. Users do not need to
have webpage-related skills to design and operate webpages by themselves

» Remote maintenance of the active callback function, eliminating the trouble of

network settings

»  Provides network automatic time correction (SNTP), which eliminates the
trouble of manually calibrating the time on a regular basis

»  Provides sending Email function. The purpose of sending SMS can be achieved
through the Email to SMS network service.

»  TCP/IP supports 8 connections (Server operation mode)

Note

f 1. Default factory IP: 192.168.2.3

Note

A 1. When FATEK server function is selected, Modbus server function will
not be provided.

2. Use Fun150 Mode 0 to communicate with module will not occupy

any connections.
3. Ethernet port and RS485 cannot do the connection at the same time

4. For web page operations, please use Firefox 8.0, Google Chrome
16.0.912.75 and above browsers.
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1.5.2 Product Appearance

The appearance and functional parts of the FBs-CM5EH communication module are

introduced as follows:

>

@ @& oe

©

@

FBs-CM5EH

Power indicator: Stays light when power on.

System running indicator: Normal situation would be flashing.

Error indicator: It will stay light when the baud rate automatic adjustment
with PLC communication port 3 fails.

Port 4 R/TX: Display the current status of communication with PLC Port 4.
Port 3 R/TX: Display the current status of communication with PLC Port 3.
Ethernet status indicators: Speed means connection speed, Link means
connection and data activity.

Ethernet port: Ethernet cable port.

Boot jumper: When the left two pin headers are short circuit, forced to enter
Boot operation mode after booting.

NP jumper: When the right two pin headers are short circuit, no password
protection.

Port 4 (RS485): RS485 network port
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Description

1.5.3 PLC and CM5EH Communication Module Register Function

The communication between the PLC module and the CM5EH communication board

during application is through data exchange in the CPU register area D3950~D3999.

The function configuration of each register in this area is as follows:

Active Call Back

Register Description
D3950 Active callback and initial setting command code
(CPU Note »1) Setting value Status
0x3359 Execute active call back, set 0 to end up connection
0x3450 Reset module. When the local network parameters
are changed, they can be reset without turning off
the power, and they will become zero after the
command is executed.
0x3451 Reset to factory setting. It will become zero after
the command is executed.
D3951 Call Status
Setting value Status
0 Standby
1 Connecting
2 Connected
5 Connection failed
6 Connection refused
7 Certificating
8 Connection ended
Network Time Synchronization
Register Description
D3952 Daylight time Set whether to use daylight saving time currently
0 - Standard time
1 - Daylight saving time
D3953 = Second Value range 0~59
D3954 E Minute Value range 0~59
D3955 § Hour Value range 0~23
D3956 = Day Value range 1~31
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D3957 Month Value range 1~12
D3958 Year Value range 0~99
D3959 Week Day Value range 0~6
D3960 Update Flag NTP Calendar updates every 10 minutes, and the
flag value is increased by 1 after each update. By
detecting the change of this flag, the timing of time
synchronization can be determined
Sending Email
Register Description
D3961 Email command code
(CPU Notex) Setting value Status
0x3370 Execute email transmission, need to fill 0 after
completion.
D3962
(CPU Note +1) Email number to be sent
D3963 Email transmission status
Setting value Status
0 Standby
1 Executing
2 Transmission Complete
10 Email Number Error
11 Transmission Failed
12 Incorrectly Constructed Information
Local Network Parameter note->
Register Description
D3978~D3981 Primary DNS IP
D3982~D3985 Secondary DNS IP
D3986 1°t decimal number of the local network mask (MY_MASK.A)
D3987 2" decimal number of the local network mask (MY_MASK.B)
D3988 3™ decimal number of the local network mask (MY_MASK.C)
D3989 4t decimal number of the local network mask (MY_MASK.D)
D3990 Local network parameter setting mode

(CPU) Notex1

=0x4950 or 0x4951, Network parameters are determined by register

contents.
=0x4960, Obtain by DHCP.
=other value, Determined by the contents of the configuration tool.

D3991 1%t decimal number of the local network address (MY_IP.A)
D3992 2" decimal number of the local network address (MY_IP.B)
D3993 3" decimal number of the local network address (MY_IP.C)
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D3994 4t decimal number of the local network address (MY_IP.D)

D3995 1°t decimal number of the local router network address (ROUTER_IP.A)
D3996 2" decimal number of the local router network address (ROUTER_IP.B)
D3997 3" decimal number of the local router network address (ROUTER_IP.C)
D3998 4t decimal number of the local router network address (ROUTER_IP.D)
D3999 Module’s serial number (S/N)

Note+1: The values in this table is written from the CPU. For D3978~D3989 and D3991~D3999, all
registers are written by this product series except for when D3990 is written as 0x4951.

Notex: Example of the network address (IP) 192.168.2.1; 1 code: 192; 2™ code: 168; 3™ code: 2; 4t
code: 1, When D3990 is not 0x4951, D3978~D3989 and D3991~D3998 will display the actual setting

value after boot on.
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1.6 Software Introduction
»  Ethernet_Configuration_Tool

{& Ethernet Configuration Tool 5.0.9 - m} X
Option ¥
@® LAN O Intemet
Device Found[7 | Properties
No. IP <Name> Mac Mode Comment
® CBEH
1 192.168.0.93 <CBEH> 4¢:49:51:01:2b:aa Server
2 192.168.0.23 <CBEH> 4c:49:51:01:2b:f2 Server
3 192.168.0.80 <CBEH> 4c:49:51:01:2b:ae Server
© CBEH-IEN
1 192.168.0.32 <CBEH-IEN> 4c:49:51:01:51:b3 Client Not init
® XPLC
1 192.168.0.173 <ME3C6-1616T> fa:23:f£.9F7F:67 Server M PLC
2 192.168.0.81 <MB3C4-1616T> fa:23:df:de:e7:99 Server  MPLC
3 192.168.0.169 <ME3C6-1616T> fa:d7:7f.c2: 756 Server M PLC
& Properties - m] X
Parameter Value
¢ General
Hostname CBEH
a Saculity Comment
o IP Setting
5\3 nccss eontiok IP Assign Mode Static
"E: S B IP Address 192.168.0.93
"
Subnet Mask 255.255.255.0
D) External Servers Gateway 192.168.1.1
Mac Address 4¢:49:51:01:2b:aa
© Firmware
Firmware Version CBEH7.6
Firmware Upgrade Upgrade
Refresh Concel

Provides window version setting software for communication modules setting basic
configuration, password protection, and firmware upgrade, etc. For more details
please refer to ch2.1
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> Easy Web Designer
Povides 2 functions

1. Create customized web pages
Allow users to easily browse or control the status within the PLC through a
customized web page; the customized web page can be created through this
software without requiring the user to have the skills to write HTML. Please refer
to chapter 3.1 for detailed explanation.

E= Easy Web - C\Users\user\Desktop\\WD1.ewp — X

File Edit Tools Language Help

=g | v L]
Project
E-Ef Main Menu
B Plant Layout
Cultivation field 1
Cultivation field 2
B Cultivation plant
B Cultivation room
B Cold room
E7 Breeding tank
B Standby generator
&-E7 Promotional video
& 13Page Layout]

Modified 0
D 0o x |+ -8
< C A F== | 1921680200 Y6 = 2

FATEK

Cultivation plant g Logout

Plant Layout Air Con Temp l

Cultivation plant

Cultivation room Air Con Temp: -

Cold room
e B ey

Breeding tank

e S -

Promotional video

Ventiliation System l
Ventilation Status : ﬁﬁ

A positive pressure system must be used for ventilation to
maintain the air flow in the stste of sucking out.
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2. Email sending configuration data setting
In terms of maintenance immediacy, provides the Email sending and Email to SMS

Ill

functions, which can be set through the windows tool “e-mail Editor” in Easy Web

Designer. Please refer to chapter 3.2 for detailed operation contents.

= 2-mail Editar- Mew File - O it
File Edit Tool

Basic Configuration

FROM: |test1@xxxxxx.u:nm [v Indude Source ID in Subject

TO: |test2@xxxxxx.cum Source ID: [plcl
Waorking Mode:  |e-mail -

Msg. Encoded: |UNICODE Character Set: |utf-3

id=test123
Msg. Body: |Pwd=test456

num=0933000000 Clear Body

Subject Table:

Mo, Subject A
a0 Subject|

1 Subjectl

2 Subject?

3 Subject3

4 Subject4 v
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>  Service Call Center

The Service Call Center software is provided to work with remote maintenance
operations, used to perform maintenance tasks when the PLC workstation’s IP is
acquired with the dynamic IP method or when it is in a more complicated
network environment and the IP is difficult to acquire. Please refer to chapter
3.5 for detailed operation contents.

& Fatek PLC Service Call Center [ [ (]
Waiting Incoming Call ...
P4 Edit Guest List
W Cptions ...
d sbout ...
Q) Exit
Note

& The above functions only supported on FBs-CBEH, FBs-CMEH, and
FBs-CM5EH
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Chapter 2. Basic Configuration Setting

To set up the basic configuration of the modules, users can set it through

Ethernet_Configuration_Tool software. Download from our website

https://www.fatek.com/zh-tw/download.php

2.1 Setting through Ethernet_Configuration_Tool software

Ether_Config software provides the following features (V5.0.5 or above):

>

>

Basic module parameter setting: Includes Host Name, network address, Gate
Way, Subnet Mask, Operation Mode, and Comment, etc.

Security setting: Grant IP (Network address) setting, the module and the
expansion board will accept only when the command message sends by the
grant IP.

Local station number, remote network address and station number setting: The
maximum number of the PLC slave stations that can be connected through the
network is 254 stations, when the module is in the client mode, in order to map
the local station number (For the main PLC) to the PLC slave station on the
network, the mapping table must be set up first when doing the application.
FATEK loT Service: Provides iMonitor remote monitor service.

External Server: Supports NTP Server, SMTP Server, and SVC automatically
server call back functions.

Firmware update function: Ether_Config software provides communication

modules to update firmware.

Note

A 1. The old version of Config software does not support FBs-CBES

firmware V10.1 or above.
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48 Ethernet adaptor Configuration - [m| >
File Info. About

Attached Media
* LAN " Internet { RS5232
IP Address/Mame Ethernet Address | OF Made | Comment | Seq. |

Sean | Exit Link Test

Confirm the software version first, or download the latest Ether_Config software
directly from the FATEK website. After opening the software, pressing Option->About
will show the version information:

& Ethemet Configuration Tool 5.0.9 - - o X
(o]

@ LAN () Internet

Scan Device Fou.nd Properties
Mo, IP <Name> Mac Mode Comment

& CBEH
1 192.168.0.164 < {iﬁ- About Ethernet Configuration Tool x

| 2 192.168.0.23 <

Ethernet Configuration Tool Version 5.0.9
3 192.168.0.80 <d FATEK c92db4f2

AUTOMATION.CORR: Copyright (C) 20168-2021 FATEK AUTOMATION CORP.
4 192.168.0.54 =( !
All Rights Reserved.
5 192.168.0.200 <
2 CBEH-IEN
1 192.168.053 =123~ 4cd3:51:01:1c84 Server 456
2 XPLC
1 192.168.0.169 <ME3C6-1616T= fad7:7fc2THH Server M PLC |
2 192.168.0.81 «MB3C4-1616T > fa:23:df.de:e7:99 Server M PLC
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When the device has different network cards to choose from, you can switch on the

software, press Option->Select Network:

{@E“:“i",i"“;,,’:';' Tool 5.0.9 — O X ‘

@® LaN O Internet

Scan Device Fownd[8 | Propertes | |
No. IP <Name> Mac Mode Comment ‘
S CBEH ‘

1 192.168.0.164 <CBEH>

{& Select Network Interface @
2 192.168.0.23 <CBEH> /

Select Network Ethernet (192.168.0.5) v
3 192.168.0.80 <CBEH>

Content Value

192.168.0.54
. i Physical Address 34:97:F6:82:72:FB

5 192.168.0.200 <CBEH> IP Address 192.168.0.5

& CBEH-IEN Subnet Mask 255.255.255.0

1 192.168.0.53 <123>

1 192.168.0.169 <ME3C6-16

2 192.168.0.81 <MB3C4-1616T> fa:23:df.de:e7:99 Server M PLC

(D Select the network interface card on the PC.
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Because each user's network environment and other conditions are different, you
can adjust the scan time and number of times and successfully search for modules in
the domain. Click Options -> Scan Setting:

“ B

® LAN () Intermet

Scan Device Found Properties
MNo. IP «Mame> Mac Made Comment
& CBEH
1 192.168.0.54 <CBEH> | % Scan setting v X

@

.

| 2 192.168.0.200 <CBEH> 4 Soan Sefting
3 192.168.0.164 <CBEH> 4 Seon Time (ng [pO00 - / 1
4 192.168.0.23 <CBEH> p
san o —

5 192.168.0.80 <CBEH= 4

2 CBEH-IEN

Detault Canel

1 192.188.053 123>

& XPLC

1 192.168.0.169 <ME3C6-1616T= fad7: T2 THH Server M PLC

(D The time of each scan, the default value is 5000, the unit is ms.

(2) Scan execution times, default value is 1
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According to different languages and countries, three languages are provided for

users to switch, click Options->Language

{& Ethernet Configuration Tool 5.0.9 — O X
@ LAN O Intemet 2. Select Network
Scan Device Fownd[7 | Qi
[& englsh  |¥® Language
No. IP <Name> Mac Mode gamoy  |O About
® CBEH Bifex
1 192.168.0.54 <CBEH> 4c:49:51:01:2b:aa Server Not init '
2 192.168.0.200 <CBEH> 4c:49:51:01:2b:d7 Server  Notinit
3 192.168.0.164 <CBEH> 4c:49:51:01:03:a1 Server  Notinit
4 192.168.0.23 <CBEH> 4c:49:51:01:2b:2 Server  Notinit
5 192.168.0.80 <CBEH> 4¢:49:51:01:2b:ae Server Not init
© CBEH-IEN
1 192.168.0.53 <123> 4c:49:51:01:1c:84 Server 456
© XPLC
1 192.168.0.169 <ME3C6-1616T> fa:d7:7f.c2: 715 Server  MPLC
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2.1.1 Use Local Area Network to Connect with Internet

When modules and personal computer (PC) are connected by local area network

(LAN) but don’t know the module IP address. Under this situation, users can execute

Ether_Config software to connect to the communication modules through the

following methods:

Scan

No.
® CBEH

5

1

2 XPLC

1

{& Etheret Configu ol 5.0.9

@ LAN O Intemet = @

Device Found

IP <Name>

192.168.0.54 <CBEH>
192.168.0.200 <CBEH>
192.168.0.164 <CBEH>
192.168.0.23 <CBEH>

192.168.0.80 <CBEH>

© CBEH-IEN

192.168.0.53 <123>

192.168.0.169 <ME3C6-1616T>

Mac

4c:49:51:01:2b:aa
4c:49:51:01:2b:d7
4c:49:51:01:03:a1
4c:49:51:01:2b:f2

4¢:49:51:01:2b:ae

4c:49:51:01:1c:84

fa:d47:7f.c2. 7t 4

Mode

Server

Server

Server

Server

Server

Server

Server

Not init

Not init

Not init

Not init

Not init

456

M PLC

Option ¥

Properties

Comment

D Select

@ Click button to scan the online network module, the table will list the
scanned modules. After finish scanning, move the cursor to the module you
want to set up, then click the left mouse button-> or double click the
left mouse button to enter the module configuration window.
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If already know the IP address and its address is in the same domain, then follow
the following method to connect the module:

ﬁﬁ' Ethernet Configuration Tool 5.0.9 — O x

Cption =

O L&N @Imﬁm/RemmeIP 192 .168 . 0 .200 | Port 3168 3
Device Found| | Properties

Mo. IP =Mame= Mac \@e Comment

Select

Enter module’s IP address and communication port.
Click button to scan the online network module, the table will list the
scanned modules. After finish scanning, move the cursor to the module you

want to set up, then click the left mouse button-> or double click the
left mouse button to enter the module configuration window.

© O e

Note

1. If you want to use this method to connect a PC with modules, but they
A are in a different domain, then the Security-Remote Setting option
need to be enabled (Please refer to chapter 2.1.2), because of different
domains, additional port forwarding needs to be configured.
2. If the module is behind the firewall, then need to open the firewall to
do the remote configuration setting.
FBs-CBES port number: 8168
FBs-CBEH, FBs-CMEH, FBs-CM5EH port number: 111
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2.1.2 General Setting

Set the IP, mask and default gateway of the communication module

fiﬁ' Properties - O X
Parameter Value
‘IPT General
Hostname CBEH
Security Comment Mot init
IP Setting
A Control
} Feess Lontre IP Assign Mode Static
_E Service Ports IP Address 192.168.0.200
Subnet Mask 255.255.255.0
L) External Servers Gateway 192.168.0.1
Mac Address 4c:49:51:01:2b:d7
& Firmware
Firmware Version CBEH 7.6
Firmware Upgrade Upgrade
Refresh Cancel

Hostname: For comment use, can be used to identify different modules, up to

Comment: For comment use, can be used to illustrate more detailed module

information, up to 21 words can be entered.

IP Assign Mode: Set according to application requirements, there are:

1. Static: Assigned by static mode. Users need to set the network, mask and
gateway address by themselves.

2. DHCP: Assigned by dynamic mode. The user does not need to set the
network, mask and gateway address, and dynamically obtains the usable
address through the DHCP server.

3. By PLC: The communication modules obtain the network address from the

IP Address: The network address of this communication module.
Subnet Mask: The subnet mask of this communication module.
Gateway: External gateway of this communication module.

Mac Address: Unique hardware address.

Firmware Version: Show current firmware version.

>
11 words can be input.
>
>
PLC register.
>
>
>
>
>
>

Firmware Upgrade: For users to manually upgrade the firmware.
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Note

Please note the following when upgrading the firmware:

A 1. Do not unplug the power supply at will during the upgrade.

2. If the upgrade operation is interrupted due to unknown factors,
switch the power supply to restart the module and perform the
upgrade operation again.

3. The firmware upgrade must execute under the same domain.
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2.1.3 Security Setting

Avoid insecure connection entry through remote permissions and password settings.

&
b Parameter Value
“'T General
v 2 Remote Setting
ﬂ Security Configuration Disabled
Web Access Enabled
A Control
} ceess -ontro © Password Setting
_E Service Ports Current Password Change
L) External Servers % Change Password ? x
014 Password
New Password || |
Confirm Few Pagsurord | |
Caneel
Eefresh (0)4 Cancel

» Remote Setting-Configuration: When the remote is , the Ether_Config
settings can be executed through the Internet. If you want to use the Internet
setting method mentioned above, you need to check this option. It is
recommended that you use this method to set a password to avoid security
vulnerabilities. If it is not necessary, do not this item to avoid improper
connection.

» Remote Setting-Web Access: When , it allows remote web page
operations through the Internet. If you want to use the Internet setting method
mentioned above, you need to check this option. It is recommended that you
use this method to set a passcode to avoid security vulnerabilities. If it is not
necessary, do not check this option to avoid improper modification.

»  Password Setting-Current Password: User manually set password to protect it.

Note

1. Default factory password: 1234

A
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2.1.4 Access Control Setting

Set grant IP to restrict unauthorized data access.

{d‘ Properties _ O w
Base IP Address Size
IP & General
“T 182.168.0.20 1
l 1 Security 192.168.0.21 3

= i‘ Access Control
n

.-E' Service Ports
n
| ) External Servers

Refresh Cancel

> Base IP Address: Show added IP list.
»  Size: Display the number of consecutive IPs to be connected.

When setting, you can move the cursor to the table, click the right mouse button,

and click to edit granted IP

{% Access Permited IP ? >
Add GrantIP | 192 . 168 . 0 . 21 |
Delete Grroup Size |1 =]
Edit
| Conel
Clear

Add: Add grant IP.

Delete: Delete the selected IP.
Edit: Edit the selected IP.
Clear: Clear all IP on the list.

Grant IP: Enter the IP location that is allowed to be accessed.

VV V VY V V

Group Size: Enter the consecutive IP that are allowed to be accessed.
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2.1.5 Service Ports Setting

Set the operation mode and protocol of the module

ﬁd' Properties . - »
Ay Parameter Value
”'T General
v Operation Made
Security Paort 1 Fatek Server
Port 2 Maodbus Server
} Aceess Control Fatek Protocol
. i b/
.'El Service Ports Primary Port 5700
L]
Secondary Port 500
l_) External Servers Modbus Protocol
Primary Port 502
Secondary Port 502
Http Protacol
Primary Port a0
Secondary Port a0
Refresh - o

» Operation Mode (Explain by FBs-CBEH):

1. Port 1 only supports Fatek server mode, and its operation mode can be used

for ladder program editing and debugging or data access.
2. Port 2 supports Fatek client mode, Modbus/TCP server mode, Modbus/TCP

client mode, user server mode, and user client mode. When Port2 is

selected to client mode, the user needs to configure port mapping settings

on the Port Mapping page.

»  Fatek Protocol: The main port number is for the user to modify, and the minor

port number is forbidden to modify, the default is 500.

»  Modbus Protocol: The main port number is for the user to modify, and the

minor port number is forbidden to modify, the default is 502.

»  Http Protocol: The main port number is for the user to modify, and the minor

port number is forbidden to modify, the default is 80.
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The following are the operation modes supported by each module

FBs-CBES

© Operation Mode
Port 1 Fatek Server
Port 2 | Modbus Server
© Fatek Protocol bSer
FBs-CBEH
& Operation Mode
Port 1 Fatek Server
Port 2 Madbus Server -
B Fatek Protocal
—
Corcud cures Deart User Client
FBs-CMEH
£ Operation Mode
Port 3 Fatek Server
Port4 Modbus Server .
© Fatek Protocol
e
O e e I User Client
FBs-CM5EH
® Operation Mode
Baud Rate 9600
Port4 Fatek Server =

& Fatek Protocol

Modbus Server

Note

1. Http protocol only support FBs-CBEH, FBs-CMEH, and FBs-CM5EH.
A 2. FBs-CM5EH provides Port 4 which can support up to 307200bps.
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2.1.6 Port Mapping Setting

When Port2 (FBs-CMEH is Port4) operation mode is set to Modbus/Fatek client mode,

there will show up port mapping setting page

{& Properties - O X

{IPT General

& Security 1 192.168.1.102 1 500 1

v

Group Mode | Consecutive Station No.

Local Station Remote P  Remote Station Remote Port Group Size

¥ Access Control
]

-‘El Service Ports
2

{5 Port Mapping

| )l External Servers

Refresh Cancel

»  Group Mode:
Consecutive Station No.: The content will be set with a fixed IP and continuous

station number.

Group Mode Consecutive Station Mo.

Local Station Remote I[P Remote Station Remote Port Group Size %

1~3 1921680212 1~3 500 3
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Consecutive IP No.: The content will be set with continuous IP and fixed station

number.
Group Mode | Consecutive IP Mo. w7
Local Station Remote IP iemote Statior Remote Port  Group Size *
1~3 192.168.0.212~214 |1 500 3

When setting, you can move the cursor to the table, click the right mouse button,

and click to edit grant IP.

§t¥ Port Mapping Entry ? X

Locel Station. |4 2]

RemoteIP | 192 . 163 . 0 . 222 |

Remnte Station |1 H
Add Remote Pt~ [500 H
Delete s |1| : |
-

Add: Add IP to correspond.

Delete: Delete the currently selected IP corresponding data.
Edit: Edit the currently selected IP corresponding data.
Clear: Delete all IP corresponding data on the list.

at the local end.
Remote IP: The IP of the module to which the remote PLC belongs on the
network.

Remote Port: The port number of the module that the remote PLC belongs to.
Group Size: When the mode is set to ‘Consecutive Station No.

VVV V VVVVY

Local Station: Represents the representative station number of the remote PLC

Remote Station: The actual station number of the remote PLC on the network.

, this setting can

define a group of station number comparison at a time. For example, if you
want to set the local station number 10~19 to correspond to the remote station
number 20~29 and the remote IP is 192.168.1.102, you can set the local Station
number=10, remote IP=192.168.1.102, remote station number=20, quantity=10,
remote port number is generally set to 500. Up to 18 groups can be set
internally for the station number and IP correspondence setting. When the

mode is set to ’Consecutive IP No.
at a time.
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{:d— Properties

-]IPT General
a Security
O*-l' Access Control

]
.‘El Service Ports
]
r.Po M i
rt Mappi
aJ pping

| )I External Servers

‘Group Mode  Consecutive Station Mo.

]

Local Station Remote [P Remote Station
10~18 192.188.0.212 20~29

Remote Port
500

Group Size

10

[8]:4

| | Canrel
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Note

1. Configure two groups of Fatek network modules for active and passive
A connection

Network module 1 (Fatek client mode), need to set the PLC Fun151
communication command (for detailed settings, refer to the PLC
manual) to communicate with network module 2 (Fatek servo mode).
Module 1 sets the communication command table in Fun151, the slave
station number must be the same as the local station number in the
station number and IP corresponding setting, and the remote IP is the
nﬁfgmllork module 2 for connection.

% Group Mode Consecutive IP No

‘.~ &
= = 7} Genera
Calculator©  Setup(S) = Local Station  Remote P Remote Station RemotePort  Grou
Link Command K securiy
Seq. | Command | & Add & Port Mapping Entry 7 X
} Access Control
Slave Station [10 | “mesmn 10 =]
Command |Read 3 :-x{‘.ﬁ S ociia Dote ‘ Remote IP 192 162 0 . 100
Data Length 1 e Remote Station |1 B
4 Port Mappi :
Master Data Start Address: [R10 )it Mepeng Remote Port {500 g
[Move U | s GrowpSze |1 |
Slave Data Start Address : [R20 L Extarnal Sirvers
ove Do J ‘ Concel
Allow: 3830 words(Auta | oK X Cancel
 OK | X Cancel

il

2. When the remote station number uses FBs-CM25E, FBs-CM55E in client
mode, it will be used. Please refer to the manual for details.
https://www.fatek.com/en/download.php?act=list&cid=60

Ethernet Module User’s Manual(CM25E/CM55E/CEE)
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2.1.7 External Servers Setting

Some modules provide functions of several external servers.

% Properties - O *

hy Parameter Value
II'T General

v & NTP Server

] Security NTP Enable/Disable Enabled

IP (URL) clock stdtime.gov.tw
} Access Conrol NTP Time Zone GMT+&
& SMTP Server

-E Service Ports

SMTP Login Mame
|
= I Port Mapping SMTP Login Password

) SMTP IP (URL) msa.hinet.net
| j External Servers
SMTP Port 25
% Service Callback Server
Service Callback IP (URL)
Service Callback Port 5700
2 DNS Server

DMS Primary IP 168.95.1.1

DNS Secondary IP 168.95.1.2

Refresh Caneel

» NTP Server: Provides the function of automatic network time adjustment, which
can avoid the trouble of manually adjusting the time on a regular basis.
To enable the service, tick the Enable box. After the service is enabled, the latest
time information will be obtained from the NTP Calendar register
(D3953~D3960) (for details, please refer to Chapter 3.3).
1. Enable/Disable: Turn on or off the NTP function.
2. IP (URL): For the URL of the NTP server, please refer to the Internet time
server URL in the user's operating system.
3. NTP Time Zone: The time zone setting of the location of the application, the
picture above is Taipei GMT+08:00, which means that the time zone of
Taipei is Greenwich Mean Time + 8 hours.
» SMTP Server: Delete the currently selected IP corresponding data.
1. SMTP Login Name: SMTP Server account.
2. SMTP Login Password: SMTP Server password.
3. SMTP IP (URL): Outgoing server IP.
4. SMTP Port: Default HiNet external server port number 25.
>  Service Callback Server: Provide automatic maintenance callback function. To
use this function, you must first fill in the network IP and port number where
the callback server is located.
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DNS Server: Domain Name Server. When the IP address of an external server is

entered in the form of a domain name, an external domain name query service
will be used. To use the service, you need to fill in the following fields first. You
can refer to the primary DNS and secondary DNS fields in the network function
settings of the Windows operating system to set. If the IP acquisition mode is
set to dynamic (DHCP) acquisition mode, no setting is required. The main DNS
setting shown in the figure below is the DNS server address of Chunghwa

Telecom.

Note

A

Nowadays, most of the sending and receiving of emails through the SMTP
protocol are achieved through encryption. The FATEK network module
series does not yet support encryption. Therefore, if users want to use this
function, they must first confirm whether the server supports no
encryption.

FATEK® 54




2.1.8 loT Service

iMonitor, iLocation function enable and related settings

&
g Parameter Value
“’T General
v HWID 664
Security iMonitor Status Connecting
© iMonitor

:}AccessContrd Enable/Disable Enabled

IS i f -

| {  Boriion fod Server atekcloud.net
; Password eooe

[‘) External Servers ® iLocation

e ) Enable/Disable Enabled

.,1,‘ loT Service .

Type Static

GPS Format dddDDDDDDD (DD)
Latitude N 0.0000000°

Longtitude E 0.0000000°

Refresh OK Cancel

HWID: The factory will give every device a unique hardware ID.
iMonitor Status: iMonitor service status.

iMonitor Enable/Disable: Enable iMonitor service or not.
iMonitor Server: Select the applied server.

iMonitor Password: Password for the iMonitor service.

iLocation Enable/Disable: Enable iLocation service or not.
iLocation Type: Set the GPS type.

iLocation GPS Format: Set the GPS display format.

iLocation Latitude: For users to use when is under static mode.
iLocation Longtitude: For users to use when is under static mode.

VVVVVVVVVY

Note

1. To enable iMonitor connection, you need to create a new device on the
A Web first
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2.2 Setting Through Web Browser (not all modules supported)
When the user already knows the module IP address, and that address matches the
actual connecting domain section (for example if the actual domain section is
192.168.2.X and the expansion board’s network address is 192.168.2.5), then web
browsers can be used to enter the webpage provided by the expansion board to perform
configuration settings (of course the PC must also be able to connect to that domain
section). Open the web browser and enter the IP address in the web address column to
get the login web page. As shown in the example below, when the IP address to be

connected is 192.168.2.32, then in the web browser, enter:

z 5 E # (0 192.168.2.32

If the IP is correct then the login page will be shown as follow

S

(WalnllgN>="0/=H0 Cneration Page | v

Operation Page

rd: System Page

Note

1. Default factory password: 1234
A 2. Only supports FBs-CBEH, FBs-CMEH, FBs-CM5EH
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2.2.1 System Page

The system page provides related setting and control for basic configuration, external
services, and real-time monitoring etc. for the user; the user can understand the entire

system page’s environment and architecture from the figure below.

» The operation sequence of the system page is:
. Select the item to set from the function menu.
II. Complete the setting to modify in the function setting page.

[1l. Click the button to apply the settings.
IV. Click the \Update Settings To PLC| button to update the applied settings.

FAT E K Ethernet adaptor Configuration 0 e
Reboot Logout

=& General @ General
E2 Port2 Sefting IP Assign Mode: Static [
B8 Access Control IP Address: 192 168 2 32 C(D
E2 Port Mapping 255 1255255 0
_ | GateWay:  |RERJII PRy
EE Service Port
| HostName: ___ J¢ciSi
E2 Set Password
| comment: _______JEIEIRY
E2 Servers
3\ I - C49:51:00:38:00
14336
EB PLC Status
7.0
GENEICRYVEFXET T @ Enable © Disable

OO

7 ) Update Setlings ToPLC |[ Reload Settings From PLC \ &

@) Reboots the system.
® Logs out of the system page.

(@ Function menu.

(@) Function setting page.
FATEK" 57



(B |Apply applies the currently modified contents to this page, but this modification is
not yet updated to the module.

® Restore the most recently applied settings.
D \Update Settings To PLC\ Updates all of the modified content onto the module.

\Reload Settings From PLC\ Discard the edited content and read the setting again.

2.2.2 General Setting

Common data setting: Set the module’s network address, mask and gateway parameters.

To set these parameters click the General setting page, and the following screen will

appear:
[ General
IP Assign Mode: Static [+]
192|168 |2 |32

| Subnet Mask: RSNl RibLI g
IEEIE 192 | 1682 |1
[ Host Name: [z

[ Comment:  JSELRY
I i /9:51:00:38:00
14336

7.0
FENCECRNE ST @ Enable ) Disable

Apply | | Undo

The following describes the meaning of each field:

> IP Assign Mode: IP acquisition mode. Users can set according to their application

needs, there are:

1. Static: Static acquisition. User needs to manually set the network, mask and
gateway address.

2. DHCP: Dynamic acquisition. User does not need to set the network, mask and
gateway address; usable address will be acquired from the DHCP server.

3. By PLC: Obtained from the PLC's register.

IP Address: The IP address in the network.

Subnet Mask: The subnet mask for identifying the domain.

GateWay: The gateway of the domain where the module is located.

vV V VY

Host Name: Used for commenting, able to identify different modules; a maximum

of 11 characters can be entered.

\4

Comment: Used for commenting; used to explain detailed module information, a
maximum of 21 characters can be entered.
» MAC: The MAC Address of this expansion board.
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»  S/N: The manufacturing serial number. The module can use this serial number to
directly connect to the web page. Using serial number 14336 in the figure above
as a usage example, in the browser web address column enter: http://fac14336to
connect to the web page. This method can only be used under the local area
network (LAN) connection.

»  Firmware Version: Displays the expansion board’s firmware version.

» Remote Web Access: Security setting. When checked, it allows remote web page
setting through the internet. This item must be checked if you want to use the

internet setting method mentioned above.

Note

f It is suggested to use the password protection when Remote Web Access is
checked in order to avoid security leakages. Please do not check this option if

not necessary in order to avoid malicious access.
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2.2.3 Operation Mode Setting

Network module use Portl/Port3 for the Fatek Server and Port2/Port4 for Modbus/TCP
or Fatek client mode. For configuration, click on the Port2/4 setting page and you will see
the following screen:

Port2 Setting
Operation Mode: T I o aEd

Click the combo list box behind Operation Mode to select one of the following operation
modes:
1. Fatek Client 2.Modbus Server 3.Modbus Client

When Port2 is selected to Modbus client mode or Fatek client mode, the user must
perform settings in the Port Mapping setting page. Select according to the user’s need
and then click the Apply button to complete the setting.

FBs-CM5EH uses Port 4 (RS485, network) and the PLC. Click the combo list box behind
Operation Mode to select one of the following operation modes:
1. Fatek Server 2.Modbus Server

For configuration, click on the Port4 setting page and you will see the following screen:

[{ Port4 Setting

Operation Mode: | Fatek Server v|

Apply Undo
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2.2.4 Access Control Setting

Access control: Set authorized network address to restrict inappropriate data accessing.
To set authorized network address you can click the Access Control setting page and the
following screen will appear:

[H New / Edit - Grant IP

[ Add | | Clear | | Undo |

[ Grant IP List

Base IP Address |  size |

When setting is required, you can fill in the authorization data in the New/Edit-Grant IP
field; in the Grant IP field, enter the smallest IP address, and in the Group Size field,
enter the number of IPs; click the Add button when completed. To modify or delete an
authorization data, click the icons behind the Grant IP List field to perform the

operations:
[ Grant IP List

Base IP Address |  size |

192 168.2 1 20 s ®

The # iconisto modify; when pressed, it will change to the icon, and the
highlighted parts will turn red, then you can modify above the field and then press Apply
to complete the modification. To delete an authorization data, click the ®icon directly
to delete it.
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2.2.5 Port Mapping

When the operation mode in the basic settings page is set as Modbus/Fatek client mode,
an extra port mapping page will appear. The following screen will appear after clicking it

with the mouse:

[ New / Edit - Port Mapping

@ IP ) Station

(] Port Mapping List

station| _IP Address _|station|Port] Size |

When setting is required, users can enter the mapping data in the New/Edit-Port

Mapping fields. The following is the meaning of each field:

> Local Station: Represents the remote PLC’s designated station number at the local
end.

> Remote Station: Represents the actual station number of the mapping network
remote PLC.

» Remote IP: The IP address of the remote PLC.

> Remote Port: The IP port number of the remote PLC.

>  Group Size: A group of station numbers mapping can be defined every time for this
setting; for example, if you want to set the local station numbers 10~19 to map the
remote station numbers 20~29, and the remote IP is 192.168.1.3, you can set Local
Station=10, Remote Station=20, Group Size=10, Remote IP=192.168.1.3, the
Remote Port is generally set to 500. A maximum of 18 group mapping can be set.

» IP: Consecutive network addresses. When the Group Size is specified, its contents
will be a consecutive network address and a fixed station number configuration, as

shown in the figure below:

[ Port Mapping List

Station| IP Address |station| Port |
1 102 168.2 1~ 1 1 3 5 R
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»  Station: Consecutive station number. When the Group Size is specified note*1, its
content will be a fixed network address and consecutive station number
configuration, as shown in the figure below:

[ Port Mapping List

MME&I@

1 192 168.2 1 1 3 &£ R

Note*1: The Group’s IP or Station radio button setting is a global setting; it cannot be set

entry by entry.

To modify or delete a mapping data, you can press the icons behind the Port Mapping

List field to operate:

[ Port Mapping List

MMW@

1 192.168.2.1 1 500 £ R

The # iconisto modify; when pressed, it will change to the icon, and the
highlighted parts will turn red, then you can modify above the field and then press Apply
to complete the modification. To delete an authorization data, click the ®icon directly

to delete it.
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2.2.6 Service Ports

The service ports must first be set before the server function of the module can operate;
the external client-ends will use this service port to send connection requests to the

module and so the messages can be received.

The default FATEK communication protocol service port is 500, Modbus’ communication
protocol service port is 502, Http communication protocol service port is 80. A maximum
of 2 service port numbers can be provided to each service at the same time, in which
one is a fixed default port and the other is a modifiable port.

If the user wants to modify the modifiable service port, the Service Ports setting page
can be used to make the modification. While modifying, just enter the port number you
want to modify into the Major Port field.

[{ Fatek Protocol

500
Secondary Port:

[H Modbus Protocol

502
Secondary Port:

[ Http Protocol

80
Secondary Port:
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2.2.7 Security Setting

Password protection: To set the password, click the Set Password setting page, and the
following window will appear:

[f [ |User - Set New Password

New Password:

[} [ System - Set New Password

_ Confirm:

According to operation privilege differences, this product series divides the password
section into User password and System password. To enter an operation page, the user
password or system password must be entered in order to log in; and to enter the
system webpage, the system password must be entered to log in. There is no password
set for the default factory user password, and the default factory system password is
1234,

If modification to the user or system webpage password is required, you can check the
box in the page and enter the same password twice and then press the Set button to

complete the modification:

[ [ System - Set New Password

Note

f 1. The default operation password is none.
2. The default system password is 1234.
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2.2.8 External Servers

This product series provides some functions that require external services; to use these

functions, click the “External Servers” setting page, and the following screen will appear:

[H External Servers
| DNS Server 1:  [NIEERRIRERN I
| DNs server2:  [ISHEERICETT
‘clock stdtime. gov.tw |
[ Time Zone: NN
[ SVCIP(URL): | |
B 500 |
T | il petekieknolojicom tr |
T TN berkengin@petekieknaloji.co
| SMTP Login Pw: |[RIPE |

DNS Server: Domain name service server. Just like the primary DNS and secondary DNS
set on the PC. This setting is not necessary if the network address setting is set to the
dynamic (DHCP) mode. The preferred DNS setting in the figure below is the DNS server
address of Chunghwa Telecommunications:

| DNS Server 1: __ JTRIEL IR NN
IEIEETI PR 168 95 1 2

>  DNS Server 1: IP address of primary DNS Server.

>  DNS Server 2: IP address of secondary DNS Server.

NTP Server: It provides the internet clock synchronization function, eliminating the
trouble of manually correcting the time on a regular basis. To enable this service, just
check the box and enter the NTP server address; when the service is enabled, the
synchronization time data can be queried from the NTP Calendar register (D3953~D3960)
(Please refer to Chapter 3.3.2 for details).

NTP IP{URL). time-a_nist.gov
GTM +8:00  ~

»  NTPIP (URL): The IP address or domain name of the NTP server. There are many

NTP servers all over the world. The easiest way to get the IP address of NTP server
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is to refer the setting of PC.
» Time Zone: Time zone configuration; the example above uses Taipei GMT + 08:00,

which means that the time zone of Taipei is Greenwich Standard Time + 8 hours.

Service Call Back Server: It provides the automatic service callback server function; to
use this function, the user must first fill in the network address and port number of the

maintenance center:

SVC IP{URL): 192.168.2.19
SVC Port: 5700

»  SVCIP(URL): Service center’s network address or domain name address
»  SVC Port: Service center port number.
SMTP Server: It provides Email sending function; to use this function, just enter the send

server’s IP address or domain name into the SMTP Server field:

SMTP Server: msa.hinet. net
SMTP Login ID: fatektest
SMTP Login PW: 123450

»  SMTP Server: Outgoing Email server IP address or domain name.
»  SMTP Login_ID: SMTP Server Account.

»  SMTP Login_PW: SMTP Server Password.

Note

1. Nowadays, most of the sending and receiving of emails through the
A SMTP protocol are achieved through encryption mechanisms. The FATEK
network module series does not yet support encryption mechanisms.
Therefore, if users want to use this function, they must first confirm
whether the server supports no encryption.
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Chapter 3. Advanced Setting

3.1 Customize Page Design
This product series provides the web server function, in addition to the system webpage,
it also allows users to create own customized webpage to easily browse or control the
status within the PLC. In order to help the user to create their own web page without
knowing the web page authoring language -HTML, a convenient software —“Easy Web
Designer” is provided. Below we will introduce how to complete a customized webpage
by using this software.

Note

A The functions supported by each module are as follows:

1. Customized web page design: FBs-CBEH, FBs-CMEH, FBs-CM5EH
2. Email sending, email to SMS: FBs-CBEH, FBs-CMEH, FBs-CM5EH
3. NTP: FBs-CBEH, FBs-CMEH, FBs-CM5EH

4. System webpage monitoring PLC internal status: FBs-CBEH, FBs-CMEH,
FBs-CM5EH

5. Active callback: FBs-CBEH, FBs-CMEH, FBs-CM5EH

6. FATEK loT Service (iMonitor, iLocation): FBs-CBES
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3.1.1 Change Page Layout

The changing of webpage style is mainly to customize the login page for different
languages (locale). The styles include displayed font style of the web page, the company
name, web page title, description string of the login page and login error hint messages
etc., these changes can be made by using the “Easy Web Designer” software.

Login page style
The webpage login page is as shown in the figure below; the indicators specified in the
figure are parts where the style can be changed.

Operation Page |+ e

Cperation FPage
system Page

(1 Webpage title: The operation description text of the login screen.

(@) Company title: The title text displayed on top of the login screen.

(3 Page selection title: The title text displayed on the login screen in front of the page
selection item.

(@) Password title: The title text displayed on the login screen in front of the password
input box.

(B Operation page string: The selection string displayed on the login screen when the

selected item is operation page.

System page string: The selection string displayed on the login screen when the selected
item is system page.
If you want to change the setting described above, please follow the following steps to

perform the setting:
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Step 1, open Easy Web Designer, and double click on “Page Style Setting” on the created

project.

Fie Edt Tool: Lanziage Help

U=-HE e =]

Project

BT Main Manu

+1 AR

Step 2, after double clicking, the style setting window will appear, click the “login page”

tab to perform setting; detailed description of each field are as follows.

Page Layount Confignration

Load Built-in sty ke, |

Operaticn Page  Login Page l

Campany Hame Ling: FATEK

Legin Direction String: Flesse select e paoe type and enter the passware

Fage Typa Caption: |ook Page:

Fagsword Caption: Fassw:rd:

Cperation Page Shring: bpaat'nn Fage

System Page SUing: [System Page

-ogin Errar Mess=ge 0: |Imalid password | Please input again

-ogin Errar Messsge 1: Fxl:ass,il.ra password emars | Pleass nput again sfte

-ogin Ernar Messzge 2 |T|:-:| many Iogine, Plesse fry 10 kgin [ster

Set A5 Dafault

»  Page title: The operation description text on the login screen.

A\

Company title: The title text displayed on top of the login screen.

»  Page selection title: The title text displayed on the login screen before the page
selection item.

»  Password title: The title text displayed on the login screen in front of the password
input box.

»  Operating page string: The selection string displayed on the login screen when the
selected item is operation page.

»  System page string: The selection string displayed on the login screen when the

selected item is system page.
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»  Login error message 0: The message displayed in the dialog box when there is a
login error.

»  Login error message 1: The message displayed in the dialog box when the wrong
password has been entered 3 times.

»  Login error message 2: The message displayed in the dialog box when the

maximum allowed login count is exceeded when logging in.

Operation-page style
The webpage operation-page is as shown in the figure below; the data specified in the

figure are parts where the style can be changed.

il ff—
L Cf DBRisaRs
HSccgk ) FATEX SUTOMATID IS Dicrssd B 5. b DA Toals Lijac TR Anaw

Semm be MO0 -

Sample- R

S0

SR FI R

AEFTRAARNE

(D Page title: The title text displayed on the web browser.
(@ Company title: The title text displayed on top of the login screen.
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If you want to change the data described above, please follow the following steps to

perform the setting:
Step 1, open Easy Web Designer, and double click on “Page Style Setting” on the created

project.

== Eacy Web
Fle Edit Tools Longwage IHelp

DE-H v T
Project

E IMa Menu

Step 2, after double clicking, the style setting window will appear, click the “login page”

tab to perform setting; detailed description of each field are as follows.

&= Page Layout Confipuration

Load Built-in =tyle.. |

Cperation Page |Loain Page |

Fage Heading Lire: |Sarrp|e Bisiner

Compary Mama Line: |F¢'-TEK

Fage Font
Fonk Mame: |T.5h:|ma J

Dﬂh’:l:l;l

Content Font

Font Mare: [rahoma |

oo | Xl ] st ssoafaul |

»  Page title: The title text displayed on the web browser.
»  Company title: The title text displayed on top of the login screen.
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When operating, users can enter the string they want to set directly in the field

mentioned above, or click the \Load Built-in style button\ on top to apply it directly. The

default style is selected from default styles provided for the three languages i.e.

Traditional Chinese, Simplified Chinese and English.

Operation F Loain Page
Page

Fant Mame: [Tshoma

X cancel |

S|

FATEK'

Set Az Dafault

o

| Flease select the page e and Bn‘tarl + |

&= > 192,160, 2,32/l gn b

Legin Ciperition Page

-
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3.1.2 Add Menu

The operation methodology of the customized webpage uses the Multi-level Menu
navigation method. Through this method, complicated control operation and contents
can be categorized into groups with a systematic and intuitive method to display and
further achieving the goal of controlling. The figure below is an example of a user page.
The webpage architecture composition includes the “Menu Item” to the left and the
“Control Content” to the right, and every menu item is created by a hierarchical menu. A
complete menu can have a maximum of two levels, and every level can contain a
maximum of 10 menu items. The lowest level is formed by the content items, and the
lowest level can contain a maximum of 64 content items. The method to creating a
customized web page is as follows:

Step 1, add new menu item.

Open Easy Web Designer, and in the created project, click , at this time a
menu editing function button will appear on the toolbar.

= Fnzy Weh Designes

File Edit Tool: Langmge Heln

DE-d % ==
Project

“F1 Fage Layout

> 7 e “Add menu: Adding new menu items, a two-level button design is provided

for the menu, the maximum menu item number for each level is 10.

> 7 &) Export menu: Export the currently completed designing menu (*.ewm).

> 7 2 "Import menu: Import the completed menu (*.ewm).
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In addition, you can also right-click on , and similarly, the menu editing
option will also appear.

== Ensy Web Desgner
Fil= Edit Took Langmge Help

DE-d B
Proect /

A Fae e T
EL Add Mann... Tnz
B Lupot Me .
= Expod Meo .

After clicking with the two methods mentioned above, the following add

new menu setting window will appear:

= Add Menm El

Menu Capton: |

Cescription;

W O X Cancel |

The Menu Caption in the add new menu setting window is the menu item text in the
web page, and the Description part is only a comment in the Easy Web Designer. After
filling out the Menu Caption content value, just press OK. As shown in the figure below,

the first level menu item is added into the operation menu.

PLCO1
= PLCO2 :> S
=81 PLCO2
B voevt
*fi Page Layout PLCO3
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To add a second level sub-menu, just use the mouse and add a new menu in the first
level menu just as described above, and as shown below, a sub-menu is added into the

first level menu item.

PLCO1
Project
=B Main Menu
B PLCOD1 PLCO2

B PLCO2

PLCO3

%t Page Layou
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3.1.3 Add Content

After completing the main menu items in Chapter 3.1.2, now you can start creating the
control content page to display in every option, and you can add a maximum of 64
content items; the figure below is an example of the control content design, the
architecture composition of the control content uses a tabular format to list every

control item, and every row represents a control content type.

¥0: oM | [ ofF ]

Yi:  OFF | | ofF

The adding method of control contents is to click on the created menu; when the menu

item is clicked, the “ ‘== Add Content” function button will appear on the toolbar. When

this toolbar button is pressed the add new content function window will appear; select

the content type needed to complete the setting and upload it onto the FBs-CPU module

to achieve simple PLC controlling and status monitoring.

== Eazy Weh
Fil: Edit Tools Language Help &= Add Content
DE-HB &= =V :> Content Type: |Tit|e j
o Title |
=-Ef Main Menu Button
=1 Yalue
“t Page Lyout Value Button
List
T T TTTTTTTTTTTTTTTTTTTTTTTTTTTTTTo ! Memo
i First select the menu item to add contents ! Image
b | YouTube
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Easy Web Designer provides 8 content items, please refer to the table below for their
setting methods:
> Title

Function Description

Title text used for control item categorization; only used for identification, no
actual control contents. When designing, title text can be used to separate control

items with different features on the same page for easy identification.

Sample Screenshot

Sample-Titlestring

Setting Method

Cortert Type: | Titke i Tite Sfring:  sample-TitleStrirg

Dt btion:

Content Type: Select “Title”.
Title String: Fill in the title text to display.

>  Button

Function Description

Used to display and control the on/off state of a contact point.

Sample Screenshot

Sample-M0 : OFF Start

Setting Method

FATEK' 78



ConfEnt TYpe:  |Buton - Tithe Strng: [Sarnp e

Reference Mo, : A0 TS (ST

Button Type: | Togd ke -
Button Caption
On State: |Star

Off State: |Stop

Stabe Caphion
on State: |oH

Off Stata; |OFF

Content Type: Select “Button”.

Title String: The title description of this button, such as the text displayed in the
Sample Screenshot “Example-Button MO Switch”.

Reference No.: The reference number of contact point to be monitoring. The
allowable reference are X, Y, M, S type.

Button Type: There are following buttons can be selected

“Toggle”—Change state for each button press.

“Set On”—Change to on when button press.

“Set Off” —Change to off when button press.

“Momentary On”-Change to on whenever the button is depressed, change to off
when button is released.

“Momentary Off”-Change to on whenever the button is depressed, change to off
when button is released.

Button Caption: “On State” -the text shown on the button when the contact point
is on state. “Off Status Text” -the text shown on the button when the contact point
is off state

Status Caption: “On State” the text shown on the value field when the contact

point is on state. “Off State” -the text shown on the value field when the contact

point is off state.

> Value

Function Description

Used to display and control the contents of the register

Sample Screenshot
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>

&

Sample-D0D: 0.559 5

Setting Method

ContertTypa: [vaue =]  THleswng: [samokoo
Reference Ho, Irri Description:

Max. : (1000 Decimal Font: |2 j I signed

M, | unie: [T Read only

Content Type: Select “Value”.

Title String: The title description of this Value item, such as the text displayed in the
Sample Screenshot “Example-DO Status”.

Reference No.: The reference number of the register to be controlled. The
allowable reference are R, D, DR, DD type.

Read Only: If this option is not checked, it means that this value item can be

altered and the keyboard icon ” “ will appear, the register’s data content can

be modified. If checked, the keyboard icon will not appear and this value item only
has the display function; the data content cannot be changed.

Max.: When the control item is in a writable status, this sets the upper limit for the
value that could be entered.

Min.: When the control item is in a writable status, this sets the lower limit for the
value that could be entered.

Decimal Point: Adda decimal point symbol to the value displayed on the display
value; this only displays on the application, it does not have any effect on register
content.

Unit: The text is displayed behind the value; normally used to denote the value
unit. This only displays on the application, it does not have any effect on controlled
register.

Signed: If this box is checked, the value of the register will be interpreted as a

number with sign.

Value Button
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Function Description

Used to display and control the contents of a register; it uses two buttons to
modified the value of register. For each press of button, the register’s value will be

increased or decreased by an amount.

Sample Screenshot

Sample-RO:  0.001 C +3 || -3

Setting Method

Corterit Tvpe:  [Valse Buton j Tite String: | arnple-F
FefErence mo.: |RI Description:

Bafon Type: [+ -~
+utmon Caption: |+3— [[UET Ill:lII—
umoncapton: -3 Mir. ;[0
StepySetvale: [p ™ Siged
Decimal Point: E| j Linit: I'ti

Content Type: Select “Value Button”.

Title String: The title description of this control item, such as the text displayed in
the Sample Screenshot “Example-Value Button RO”.

Reference No.: The number of the actual register to be controlled. The allowable
reference are R, D, DR, DD type.

Button Type: There are following types can be selected

“Set”-when the button is pressed, the data on the register is set to a fixed value;
“+” when the button is pressed, a fixed value will be added to the data on the
register;

“” when the button is pressed, a fixed value will be subtracted from the data on
the register;

“+/-” when a certain button is pressed, a fixed value will be added or subtracted
from the data on the register.

+Button Caption: The text that will be shown on the button; when this button is

depressed, a fixed value will be added to the register content.
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-Button Caption: The text that will be shown on the button. When this button is
depressed, a fixed value will be subtracted from the register content.

Step/Set Value: The fixed value, set value, add value, subtract value, add subtract
value all use this value as their setting.

Max.: Set this value to restrict the maximum value can be set to the register.
Min.: Set this value to restrict the minimum value can be set to the register.
Decimal Point: Adds a decimal point symbol to the value displayed; this only
displays on the application, it does not have any effect on controlled register.
Unit: The text is displayed behind the value; normally used to denote the value
unit. This only displays on the application, it does not have any effect on controlled
register.

Signed: If this box is checked, the value of the register will be interpreted as a

number with sign.

» List
Function Description
Uses the list item to display and control the value of the register/contact with listed
strings.
Sample Screenshot
Sample-D3: Current value 10
Setting Method
conteEnt Type: | List hd Tile Sring: [Samiake-0o
Referenoe Mo Lalsnd diley
Caurit; |2 -| ¥ Read orily
ListString; |38 |Yalue |5tr'n9 |
10 Currant vale 10
1 s Currant vale D05
Content Type: Select “List”.
Usable Reference Number Type: R, D.
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Title Text: The title description of this list item, such as the text displayed in the
Sample Screenshot “Example-List D3”.

Reference No: The reference number of the register/contact to be controlled.
Count: Total number of listed strings.

List String:

“Seq” List item number.

“Value”: The value of register to be mapped.

“String”: The string that mapped to the value in value field.

Read Only: If this item is checked, this control item only has the display function;

the data content ca not be changed.

> Memo

Function Description

Section to display the description text or comments

Sample Screenshot

Sample-Memo:

Setting Method

Corbent Type:! Metmo - Tide String: |Ec|r' ple-fvig o

DG Bt

Merrno: Mermol

Memo2

Memod

Content Type: Select “Memo”.
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Title String: The title description of this memo item, such as the text displayed in
the Sample Screenshot “Example-Instructions”.

Memo: Fill in the text to display in the block.

» Image

Function Description

The function to add images into the web page.

Sample Screenshot

Sample-Image

Setting Method

Contert: Type:  |lnage - Tite String: |Sa'||_|u-I'|cg:

Description;

Image source

|CHFATER_HMI-02 jog

Content Type: Select “Image”.

Title String: The title description of this control item, such as the text displayed in

the Sample Screenshot “Example-Image”; displays below the image.
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Image Source: Select the file path or image URL of the picture to display in the web

page. When this field starts with http:// it means that the image source is a URL.

> Video

Function Description

Use this function to embed an internet video for playback in the web page. It can

be used as an application for machine operation demonstration.

Sample Screenshot

Sample-Youtube

Setting Method

Conberk Type: | Videg | Thie String: |routube Test

Descripion: | =ample video

e.oomyembed W lselpEC el frameborder="0"" alowdull: -

o

Viden Emibed Ciode

Content Type: Select “Video”.
Title String: The title description of this video item, such as the text displayed in the

Sample Screenshot “Example-Youtube Video”, displays below the YouTube video.
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Video Embed code: The embedded code that should be included in web content in
order to show a video in the web page. While the following example only describe
the procedure to get embed code from YouTube, methods for other share video
service are similar. First open web browser and go to the YouTube web site and
locate the video hosted by YouTube as shown at below.

d ke ® & Addto~  Shae  p

| ds Like | W | + Amdio v Share || [ 21,413 m

N0

http://youtu.be/W3aocQpEC Fmbed  Fmail l]T’

Options ~ \ @ o

ight="315"

e . youCtube . comSemned  W3aogpECaun”

fallacreeny<,/ ifromel "*-___-_.__-__ @

Afier making your ssiection, copy and paste the embed code above. The code changes based
on your salection.

Click share button.
Click Embed button.

This section will appear after “Embed” button is depressed. Copy the text in
this section.

® ©006

Paste the copied text into “Video Embed Code” field to finish the embed code

entry.
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FE Add Content

=

Video Embed Code:

Content Type:  (Video - Tidde String: |‘r’nutuhe Test

Deswiplon: | sample video

g0l pECald” frameborder="0" sllowfullsoresn=</iframe> =

o O X cancel
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3.1.4 Updating Customized Webpage

After finished creating the menu item and control contents, you must transfer the
designed content to the module in order to browse the content of controller based on
this design with web browser.

After using the Easy Web Designer to design the navigation menu and its contents, after

clicking the toolbar’s L download webpage function button, the designed webpage

can be transferred to the module.

B8 Eesy Web - Clermple0232 ewp

Fir Edil Tools Lengmee Help

5 s nde)

Pro|ect
m Divam Lot feh Page |

--F =anple

= Sampk-TileStrg
Samph-MD
SamrpeRo
Sampler2
Sampe-vemo
Sample-lvags
= Gample-Youie

“F1 Page Leyout

]

The transfer steps are as described below:

Step 1, confirm the file size of the file to send.

A hint message window will appear before sending, displaying the size of the current
designed webpage content; if the content exceeds the maximum capacity (1792KB), it
will not be able to download.
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BE-" | &5 W @ 1

Project
E-E Main Meru
=B Sarpie

= carple-TikEsking
= Sarple-Hil
= Sample-Rd
= Sarpled
= Sarple-aro
= Sarplie-lmane ﬂ Tokal memory usege! 3147 KB

= Sample-iouibe H
— m 1T5% of @valsbls capachtyl 752 KD

Py .

| Hod¥id ] 7

After confirming that the designed webpage content did not exceed the memory
capacity, click the button.

Step 2, target IP and password input.

Before start to transfer the webpage contents, the Web Page Transfer window will

appear. Please fill in the IP address for downloading in the “Target IP”, and enter the

correct System Password in the “Password” field, and then press the \Start Download|

button to execute the download.

k Weh Pape Tramsfer
Ak Option About

(eI (1 57 156, 2,335

Pazaword:

Start

Sakus:

Step 3, confirm the sending progress.

While downloading the current transfer progress will be shown; it is used to confirm
whether the transfer is executing normally. When the transfer is complete, the hint
message window “File Transfer Done” will appear, indicating that the file transfer is

complete.
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B Option abem

Host 1P |192,168.2.51

m Weh Page Transfer
File Cption  Abowt

Psaewond: | HsLIP: 102,168, 2,51

: Loa. [%
(TT1T 20 o ]
o s
Ditn Tanacter . |

Ht

16891689 KB
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3.2 Sending Emails, Email to SMS
In terms of the maintenance immediacy, this product series provides the Email sending
function. When special situations occurred on the workstation, an Email can be sent to
notify the maintenance personnel by activating the Email send command code. In
addition, through telecommunication companies that provide Email to SMS sending
functions, real-time notifications can be achieved using the Email to SMS function.
Before sending Emails, a tool “Email Editor” can be used to setup the messages to be
sent and the email account information required to send the email. This editor can be

opened from “Easy Web Designer” -> “Tools”.

uE Faoy Web - Csmple(l 227 pwp
Fle Edit | Tool: Lemguege Help
0 = o Cowaled Web Page S v X I = 5

|_||l

; g-anol Edstor
Project

=B Main Menu
= Riliae

“fl Fage Lavout

The figure below is the Email Editor window; detailed descriptions of its fields are as

follows:

= ¢-mail Editor- New File

Fix Edit Tool
Basic Corfiguraion
FROM:  best e, oam [w Indude Sowce 10N Subject
Tor (besER@umamcs, cam Spurce Ioy PLC
Werking Miode: h
Meg, Encoded: [ ooLE <) Cheracter Sek;
Id=astla3
Msg. Boghy: | Dwd=besb4oi
o=l e ear Body
Cubgect Tahble:
Mo Sbiject #
o s LD e coI0d
1 sUDRCI0L
g [0 ul=umnl e 4
3 subeci
q subec o

» FROM: Just like ordinary Emails, fill in the Email’s sender.

» Working Mode: In response to different application methods, the Email Editor
provides two sending method settings: “Email” and “Email to SMS”.

» TO: Just like ordinary Emails, fill in the address of the recipient to receive this Email;

multiple recipients may be entered, such as: jack@mail.com; tom@mail.com. (Note:
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When the operation mode is the “Email to SMS” mode, this field is the Email address of
each service provider.)

» Msg. Encoded: Set according to the operation mode; when in “Email” mode, the
coding method is fixed to “UNICODE” and “UTF-8”. And in “Email to SMS” mode,
because SMS does not support Unicode, therefore users must pay special attention to
the setting. If Traditional Chinese SMS must be sent, the message coding should be set
as “ANSI” and the coding character set should be “big5”, this way garbled won’t be

generated when the SMS is received.

» Msg. Body: Set according to the working mode; in “Email” mode, just like ordinary
Emails, fill in the Email content to send. And when the working mode is “Email to SMS”,
users must refer to the setting of the service provider that provides the Email to SMS
function for this field; the received SMS content is the subject content.
» Subject Table: Subject content that can be set as default; when actually sending the
SMS, the subject sent is determined by the content of the control register (D3962) when
actually sending. If it’s the OSMS, it uses the 0 subject; if it's 1 SMS it uses the 1 subject
and so on.
» Include Source ID in Subject: If this box is checked, the input string in the source ID
field will be automatically prefixed to the subject content before sending. The format
is [*Source ID*] Subject Content. For example, if the content of the source ID is PLC,
then the sent subject will turn into [*PLC*] Subject Content.
By using this function, the source of the message can be identified.
Below we will introduce how to send ordinary Emails and how to send Email to SMS
messages.
How To Send Ordinary Email
Step 1, confirm the configuration setting.
Before sending Emails, the SMTP Server address must be filled in the IP (URL) field.
Fill in your login name and password of SMTP Server.
i SMTP Server
SMTP Login Mame
SMTP Login Password

SMTP P (LURL) rrisa. hiret met

SMTE Part 25

»  Login Account: SMTP Server account.
»  Login Password: SMTP Server password.

Note

1. Nowadays, most of the sending and receiving of emails through the SMTP
A protocol are achieved through encryption. The FATEK network module
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series does not yet support encryption. Therefore, if users want to use this
function, they must first confirm whether the server supports no
encryption.

Step 2, open the Email Editor and set the Email sending information.

Just like ordinary Emails, fill in information such as the Email’s recipient, Email body and
subject content etc.; if you want to add source ID before the subject, you can check the
“Include Source ID in Subject” option.

Basic Configuration

FRGM; |-:l:n:@hn:tm-:i|.|:|:um I# Incluoes Source IDin Subject

Q! |w||ia1‘@fateh.n:|:m Source IO |FLC
wWorking Mode: |c-rnui| -
Msg. Encoded: | Charader Sek:

besk
M=g. Body:
Clear Body
Subject Table:
fla. Sihjact | A
I ket 000 T

Step 3, download the Email configuration previously set

After completing the basic Email settings, this information must be uploaded to the

module. Click “Tools” -> “Download e-mail configuration” from the main menu.

== e-mail Editor- New File
Fil= Edit Bk

Eiasic O Joven load e-madl Configmration ..

The “Email Configuration transfer” window will appear at this time; in the “Target IP”
field, fill in the IP address to download the information, then confirm that the correct
password is entered in the “Password” field and press the “Start Download” to perform

the downloading.
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B E-mnil Confignmton Transfer
Fils Oplirn  Abou

Pacsword:

Start

BTt

Step 4, Execute Email sending in the ladder program

After completed downloading the Email configuration, the Email sending function can be

used; the figure below is a simple control program which uses one contact to set the

Email command code register D3961’s value as 0x3370, then it will execute Email

sending. In addition, register D3962 can be used to control the subject number to be

sent. To use the Email sending function and performing control through registers

D3961~D3963.
Note
f Every time an email is sent, the command content value of D3961 must
be set back to zero before it can continue to accept new sending
commands.
(ululu} =D 05 . MO
_|T= EN— s 12168
D D336l
MOOL1 . 08 . MOV .
EN— 5 : o
o D326z
ooz 17 CMP— oo |
EN- 5a: z Fasb——o( »—
: sh: 03263 : i
—u = Fasb—
Fach—
17 .oMP— Com |
EN—{ sa: 10 Fasb— »—
: 1 H D2363 : i
—l/54 Fas b—
Fash—
17 .CMP Mz
EN—- sSa: 11 Fasb— }——
: Sh: D22e3 : i
—lg 54 Fasb—
Fach—
17 . CMP— Cowm |
EN- sai 1z Fasb—o( }—
sh: 03263 : i
—u 5 asb—
Fash—
MO03 MO . 05 . MO . )
it} e s o
M1 D D296l
1t
Mz
it
M3
1t
FATEK® %4




After completing the steps mentioned above, every time X0 changes from 0 to 1, and

when D3962 is 0, it will receive the Email.

How to use Email to SMS function
Step 1, confirm the configuration setting.
Before sending Emails, the SMTP Server address must be filled in the IP (URL) field.

& SMTP Server
SMTP ._:u:_;in Farme
SMTP ._agin Passwiond
SMTE I IURL) Prvsa. hiret met

SMTP Part 25

Step 2, open the Email Editor and set the Email to SMS information.

To use Email to SMS, you must go through service providers that provides Email-to-SMS
services; Here we use Message Media as an example: http://www.message.com.tw

As shown in the figure below, in the recipient field (TO), fill in the account for Email to
SMS provided by the service provider; please refer to the format provided by the service
provider for the Email body. For Message Media, the information needed to be entered
in the Email body are service account, service password, and the mobile phone number
that is going to receive the SMS. (Note: Under Email to SMS mode, the SMS content

received by the mobile phone is the subject content.)

Note

A 1. Inthe mode of email to SMS, the content of the SMS received by the
mobile phone is the subject content.

Basic Configuration

FROM: | ..... [+ Indude Source ID in Subject

TO: |mai|25ms [@message.com. tw Source ID: |

Working Mode: |E -mnail to SMS ﬂ

Msg. Encoded: [ANSI | Character Set: [big5

id=test123 i
Msg. Body; |Pwd=test123

num =098 oo 09 1600000 Clzar Bady

+ )

Subject Table:
Ma. Subject -
0 subjectod|
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Step 3, Transfer the Email configuration

After completing the basic Email settings, this information must be sent to the module.

Click “Tools” -> “Download Email configuration” from the main menu

= e-mail Editor- New File M=
Fil: Edit Byl

e Do load e-muad Configiration

The “Email Configuration transfer” window will appear at this time; in the “Target IP”
field, fill in the IP address to download the configuration, then confirm that the correct
password is entered in the “Password” field and press the “Start Download” to perform
the downloading.

BN E-mail Cotiguration Trunster =19
Flb Opin fime

LR Iali07, 159, 2. 51

Pagswiond

Siart |

Febux

Step 4, Execute Email sending in the ladder program

After completed uploading the Email configuration, the Email sending function can be
used; the figure below is a simple control program which uses one contact to set the
Email command code register D3961’s value as 0x3370, then it will execute Email
sending. In addition, register D3962 can be used to control the subject number to be
sent. To use the Email sending function and performing control through registers
D3961~D3963.
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HOOO =0 08 MO0
T EN—] B 13168
@ 8 D3951
HOOL " og.mov—
EN— 5 : o
@ 8 [EET-H]
— — 17 .cmp— ' ] [
EM— Sai E fFash———f »—
Sh: [EETF]
—U/ 5 Fasb—
Fach—
17 . CMF: Wi
EN—] sSa: 10 Fasb—f >—
. sh: D2a63 . i
—u/s lasb—
Fa<b—
17 . CMP— ' Mz [
EN—| sa: 11 Fasb—¢ »—
sh: D3363
—u#s Fasb—
Facb—
17 . CMP W3
EN— Sa: 12 Fa=bh—8F ¢ >
. Sh: [EEEE] . i
—U 5 Fasb—
Fa<h—
HOOZ MO ’ ’ ’ ’ ’ ’ ’ 05 . MO— ’
— EN—| = : o
M1 . . . . . . @ 8 EETY
1
M2
17
M3
|1

After completing the steps mentioned above, every time X0 changes from 0 to 1, and
when D3962 is 0, the mobile phone will receive the SMS.
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3.3 Internet Clock Synchronization
This product series provides the internet clock synchronization function; its main goal is
to eliminate the problem of manually correcting the time on a regular basis. After the
internet clock synchronization function is enabled, the system will get the standard time
from the internet time server (NTP server) set by the user every 10 minutes. If the user
needs to use the clock synchronization function, it can be set through the Ether_Config

software or open the browser and enter the built-in system page to perform the settings.

3.3.1 Enable the Internet Clock Synchronization Function

The steps to enable internet clock synchronization function through the Ether_Config

software are as follows:

Farameter Value
& NTP Server
MTP Enable/Disable Enabled
IP (URL) clock stdtime.gov.tw
MTP Time Zone GMT+8

Steps to enable internet clock synchronization function through a web browser areas
follows:

(D Open the web browser and enter the IP address.

(@ Select the system page and enter the password to log in (Please refer to Chapter

3.2 for detailed operation steps)

E General [J External Servers
B3 Port2 Setting 168 .95 .1 |1
B2 Access Control | DNS Server 2 JREG- G P
B NTP IP{URL): 9] | time-a nist gov « @
E Service Port Time Zone: GTI +6:00 |E|

SVC IP{URL): 192.168.2.19
B2 SetPassword

SVC Port 5700
= Servers ( 2

msahinet net

=8 PLC Status )

(@ Select the Servers setting page.
(@) Check the box to the right of NTP Server and enter the internet time server IP

address and time zone.

FATEK' 98



3.3.2 Synchronization of Real Time Clock with Network Time

When using a FBs-PLC with built-in Real Time Clock, the user can use the clock

synchronization function to keep the calendar time accuracy within 1 second that

eliminates the trouble of manually correcting the time on a regular basis. The figure

below depicts the relation between the module time register, PLC’s internal special

register and the RTC, the user only needs to move the contents of the module time

register to the special register within the PLC and use M1952 to control the time

synchronization:

CBEH RTC Register PLC Register
D3953 (sec) R4128 (sec)
03954 (min) R4129 {min)
03955 (hrs) R4130 (hrs)
D3956 (day) RA131 (day)
D3957 (mon) R4132 (mon)

D3958 (yr) R4133 (yr)
D3959 (wk) RA134 (wk)

(s&t)
1952

v

[read aut)
M1952

-

D3960 (Flag Register)
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mon (1~12)
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3.3.3 Sample Application

This product series reads the standard time from the internet time server once every 10
minutes. Each time when receives a new data, it will increment the value of D3960 flag

register and simultaneously update the contents of other calendar registers. The status

change feature of the D3960 flag register can be used to control M1952 to perform data
movement and RTC setting or reading. The following is a sample ladder program and its
description:

Program example

M013 M1924 08, MOy
i End = : D3560

NO14 173 pasen  — ' . - 08 . MOV ————
_‘ i s . 02960
P RO J oz RO

103.BT_M
EW—- Ta: D3353

Td: R4128

Mgz |
£ 3—

The program compares the content of RO and D3960 to detect the changes in D3960;
every time D3960 changes, the comparison output will enable the movement of the
contents of D3953~D3959 to R4128~R4134 and set the value of RO to the same as D3960
in preparation for the detection of the next D3960 change. When scanned the next time
and the contents of RO and the D3960 register is the same, therefore the comparison
output is again changed of OFF and the M1952 also changes to OFF. The action of
controlling M1952’s status to change from ON to OFF will write the newest time in

R4128~R4134 into RTC, therefore achieving the goal of automatic time synchronization.
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3.4 Monitoring PLC’s Internal Status Using System Webpage
This product series provides the function to monitor the status of the PLC with web
browser. To use this function, open a web browser and connect to the module, select

system page and login, then click the PLC Status page to see the following screen:

FATEK Elhemet adaptor Configuraion

B General [F Add/Edit - tatus
E3 Foiz Sefting | Reference No..JETES
ST rsinen Decinal -

| e

BB Access Control

E3 Forl Mapging
B8 Service Porl | Status Monitaring

Reference ko] Value | Format |

B3 et Password

B Senvers

_______________________________________________________________________________|
The status monitoring page as the following features:

» The data display format can be in three forms: positive or negative integers (Signed
Decimal), positive integer (Unsigned Decimal) and Hexadecimal.

» It can monitor up to 5 registers/contacts at one time.

»  When communication is normal there is a communication signal icon: red means
sending, green means receiving; when communication is normal, the red light and
green light will flicker simultaneously, if no response message is received, only the

red light will flicker.
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3.4.1 Adding Monitoring Points

To add new monitoring points, in the Add/Edit-Status field, enter the point information
and then press the button:

[H Add/Edit - Status

WX
IEICET Unsigned Decimal  ~

(ad

»  Reference No.: The reference number of the monitored point.

»  Format: Data format; can be set to positive or negative integers (Signed Decimal),
positive integer (Unsigned Decimal) or Hexadecimal.

When the new point is added, the newly added data can be seen in the Status

Monitoring field, as shown in the figure below:

') status Monitoring

Reference No.| Value | _ Format

RO 22 Signed Decimal /7 &%

You can also notice that the communication signal on the top-right of the webpage will

start to flicker, this means that the communication status with the PLC is normal:

FATE K Ethernet adaptor Configuration

Reboot Logout
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3.4.2 Modifying and Deleting Monitoring Points

To modify a monitoring point, click the button behind that point in the Status

Monitoring field, the icon is to modify; when pressed, the icon will change to and

the highlighted parts will turn red, then you can edit the Add/Edit-Status field on top and
then press the button to complete the modification. To delete a point, please

directly press the IEI button to delete that corresponding data entry.
[[H Add/Edit - Status

R ~0
IECE sionedDecimal v

Apply

') status Monitoring

m

RO 22 Signed Decimal ®
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3.4.3 Modify the Value of Monitoring Point

To control the monitoring point content, first move the mouse cursor to the Value field
of the point you want to control and click the left button. The following pop-up window

will appear:

') status Monitoring | 7 ) 8 || 9 |
[« )5 ) & ]
RO 22 [1 lg [ 3]_#’“i
(0 J# ] c]
[ Enter ]

Here different pop-up windows will appear according to the data type and display

formats; there are total of three types as shown below:

2
7| 8 | 9
4 | 5| s
ERERE
o 1 fc o] w]c
. Enter ~ Enter

(1D When the monitoring point is a contact type such as X, Y, M, this window will
appear; it can only be set to 0 or 1.

(@ When the monitoring point is a positive or negative integer or positive integer, this
window will appear.

(3 When the monitoring point is hexadecimal, this window will appear.

If the user wants to modify the value content, input the data in the popped-up window

and then press the Enter button to complete the modification of the content of that

point.
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3.5 Active Call Back
Service Call Center (hereinafter referred to as SVC) is a remote maintenance software;
when the PLC workstation’s IP address is acquired using dynamic IP or if it’s behind a
firewall and access from outside is difficult, this software can be used to simplify the
maintenance operation.
The application architecture of active call back is as shown in the figure below; it uses
one computer to execute the SVC software as the maintenance center. When a
workstation equipped with this product series executes active call back((D), it will send a
connection request ((2))to the maintenance center according to the configuration
setting; the maintenance center will confirm the workstation’s connection request
(®)and then the application program(such as Winproladder)can be automatically

opened through this connection to carry out the maintenance operations((®)).
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3.5.1 Option Setting Page

When applied; a computer with a fixed IP address must be set as the maintenance
center and the basic settings for the Service Call Center must be completed on the
maintenance center. The figure below is the option setting page when the
button is pressed after Service Call Center is opened; the definition of each field are as
follows:

| & reeknLc camcecan cercer [=fe @1 )
Waiting Incoming Call ... & options (o | @ =]
Lister Port

” Edit Guest List PLC : 5703
Acplizaton @ |50

[v Start applizzbon adbomzbicaly when the comnechicn b PO & etzblshed

, . Applicaton
- Path:
'\') Exit [ﬁ: AProgram FilesifatekWirProlzdder WP dlad, sxe ?jl
argurrent:
fotz7.0.0.1500
Rezat To Default " OK | X Cancal ‘

»  Listen Port —PLC: Specify a communication port as the maintenance center’s
external service port; the default value is 5700.

»  Listen Port —Application: Specify an IP port number as the application software’s
external service port. If it's the Winproladder application software, it is set to 500.

»  Start Application Automatically ...: When the workstation and maintenance center
has successfully connected, if the application program needs to be automatically
started up, this option must be checked.

»  Application —Path: When the workstation and maintenance center has successfully
connected, if the application program needs to be opened, the path of the
application program to be opened must be entered here.

»  Application —Argument: If additional command parameters need to be added when
opening the application program, enter it in this field.

The default content of this page is set when the application program is Winproladder.

Unless there are other application considerations, there are no need for modifications to

the contents of this page.
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3.5.2 Guest List

The main function of the guest list is when a connection request is received, a
maintenance center personnel connection source identification can be provided at first
time to use as a basis for follow-up processing; a simple example is shown in the figure
below. First click the button, then right-click in the guest list to add a
workstation information entry; the definition of each field are as follows:

-.G; Felek PLC Sardcecall Carter [=I= -
Waiting Incoming Call ... e ESSiCE 0
_ i 107,158,233 14336 chah i1
& JE EclitIP List = e
) P: [192.168.2,32
ﬂ About .. =% R EE S
u} Eult Comment:  |[chehtl
o oK

M Close

»  IP: The network address of the workstation requesting connection.

A\

S/N: The factory serial number.
» Comment: The text description information of the corresponding remote
workstation, such as company name and machine model number etc.
When the guest list is created, the following two figures are two connection requests
received by the maintenance center from different IP workstations. The contents of the
IP, Description and S/N fields are provided by the workstations when connecting; and
the contents of Comment are the information look up from the guest list that uses the
factory serial number as the key value. In the left figure below, the connection request
shows that its manufacturing serial number is 14336 and is listed in the guest list, and its
IP is the same as the data created, therefore the color of the displayed information are
all black; on the other hand, the serial number of the connection in the right figure
below is 14336 and is listed in the guest list, but its IP is 192.168.2.32 which is different
from the registry information, therefore the IP information is displayed in red as a

reminder.
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-
& cConfirmation

Incoming Infor mation
IF:
Cescription:

ST

Cormment:

192 168,232
chen 1l
14336

cheh 1

Aooaot Connection ?

@w\

= EEs

—

-
& confirmation

Incoming Infior mation

IF:

192, 168,234 J

Cescription:

S

Comrment:

[Eg=agus

143345
deh 2

Pooant Connection ?

® Ho

== Es

When the connection request window appears, the maintenance personnel can press

the button to accept this connection or press the button to reject this

connection.
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3.5.3 Active Call Back Application Example

The steps to execute the active callback function are as follows:

Step 1, setting up the maintenance center environment

In an active call back application, first a PC with static public IP must be used as the
maintenance center, then execute the SVC software the complete the basic settings on
the option setting page; at this time, the maintenance center is in ready status.

Step 2, Configuration setting

The content of the Service Call Back Server configuration in this remote module where
you want to execute active call back must be the same as the one in the maintenance
center, in order to establish the communication between the workstation and the

maintenance center.
5 Service Callback Server

Service Callback IP (URL)

Service CallbackPort 5700
Step 3, execute the active call back program
After confirming that the workstation’s Service Call Back Server configuration setting is
correct, you can execute the active call back function. To use the active call back
function, it can be controlled using the registers D3950and D3951.
The next figure is a simple control program; it uses the X0 contact to start up the active
call back action. When X0 is pressed, the active call back command code register D3950
will be set to 3359H, which will execute the active call back. In addition, the status of
register D3951 can be used to monitor the operation execution of the call back. In the
example, when the connection is successful, Y1 will be ON. When connection failed, Y2
or Y3 will be ON. When connection is terminated, D3951 must be set to O in order to

accept the new call back request command.
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Step 4, confirm connection request

After the workstation sent out the active call back command, the connection request
information will be displayed at the maintenance center. At this time, the maintenance
center can decide whether to establish the connection with the workstation and start up
the application program.

& Confirmation == 3]

Incoming Infor mation

-

IP: 192,168,232
Description: cheh t1

SM: 14376

Comment: cheh t1

Accept Connection ?

® o |
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3.6 FATEK loT Service (iMonitor, iLocation)

3.6.1 loT Service Description

Before using FATEK loT service, user needs to submit application to FATEK to obtain

Customer ID and User Admin to log in to website for manage system configuration.

iMonitor

® There are multiple HMI and PLC scattered in different areas and the data on
these devices should be monitored at the same time.

® Set alarm conditions to specific register address, if conditions are met then
SMS or email can be sent to the user admin for on-site troubleshooting.

® |f you want to analyze the time or the data changes, record the data and
acquire the system status through the historic trend.

® No need to redownload the HMI project, can configure and modify the
register address through browser.

® Adjustable device returning time interval or return when changed, can
reduce the use of network bandwidth.

iLocation

® GPS location information can be set on the device, and can view the
distribution location of the device.
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3.6.2 Activate Devices

Select the corresponding website for different market needs
World Wide User | https://fatekcloud.net
China User https://fatekiot.cn

Enter the website and login the account.

Before establishing the iMonitor connection, enter the module loT service settings,

and enter the HWID and password on the web setting page.
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https://fatekcloud.net/
https://fatekiot.cn/

E&r General

a Security
3‘ Access Control

"
.-E' Service Ports

™
l ) External Servers

.?. loT Service

HWID 664,

iMonitor Status  Connecting
® iMonitor

Enable/Disable Enabled

Server fatekcloud.net

Password o0 \
® iLocation

Enable/Disable Enable
Type Static
GPS Format dddDPDDDDD (DD)
Latitude

Longtitude

Refresh OK Cancel
USER iMonitor Dataitems / Devices
Services * Name * Product Type
i e test FBs-CBES
O  iMonitor
Service P * Hardware ID
£ iAccess
123 BOAR*HFxHx kA

\;,‘ iLocation
Management
SR user

(&) iMonitor Dataitems

Description A

Note

Al.

After the HWID and password are matched with the module on the
website then the connection status can be confirmed.

2. For detailed IoT description, please refer to the loT User Manual.
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